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Περίληψη

Σκοπός της παρούσας διπλωματικής είναι η μελέτη και υλοποίηση της Secure User Plane Location αρχιτεκτονικής και του πρωτοκόλλου που την υλοποιεί, το Userplane Location Protocol. Πρώτιστος στόχος για τη δημιουργία της εν λόγω αρχιτεκτονικής ήταν η ανάγκη για δημιουργία υπηρεσιών βασισμένων στη θέση ( Location- Based Services) που να βασίζονται στην υποστήριξη των διαφόρων τεχνικών εντοπισμού, όπως GPS και A-GPS, από user plane υποδομή, δηλαδή από μια υποδομή που θα βασίζεται κατά κύριο λόγο σε ΙΡ σύνδεση των συμβαλλόμενων μερών. Οι προδιαγραφές όπως ορίζονται από την ΟΜΑ προβλέπουν ότι υπάρχει το τερματικό(κινητό, φορητός υπολογιστής, κ.ο.κ), το οποίο ονομάζεται SET και η πλατφόρμα  SLP από την πλευρά του παρόχου της υπηρεσίας. Η πλατφόρμα αυτή περιλαμβάνει δύο κέντρα, το SLC και το SPC, που αναλαμβάνουν τη διαχείριση της κλήσης, όπως χρέωση και περιαγωγή και τον υπολογισμό της θέσης του set αντίστοιχα. Το πρωτόκολλο που χρησιμοποιείται για την επικοινωνία είναι το ULP το οποίο «τρέχει» πάνω από ΤCP και χρησιμοποιείται για την επικοινωνία μεταξύ του SET και του SLP  εκτός από την περίπτωση που η εκκίνηση γίνεται από το δίκτυο όπου χρησιμοποιείται SMS ή WAP Push για την εγκαθίδρυση της σύνδεσης. Πρόσφατα η ΟΜΑ δημοσίευσε την δεύτερη έκδοση της αρχιτεκτονικής SUPL  η οποία περιέχει σημαντικές βελτιώσεις σε σχέση με την πρώτη, όπως υποστήριξη SIM-less emergency calls, triggered services και δυνατότητα εντοπισμού SET από άλλο SET. Οι εκτιμήσεις για την εμπορικότητα της αρχιτεκτονικής SUPL  είναι ελπιδοφόρες καθώς όλο και περισσότερες εταιρίες παγκόσμιου βεληνεκούς, όπως NEC, QUALCOMM, NOKIA και WIND κάνουν δοκιμές βασισμένες στις ήδη υπάρχουσες υποδομές και έχουν ήδη ανακοινώσει τη διάθεση νέων μοντέλων που να υποστηρίζουν το πρωτόκολλο ULP. Για την καλύτερη κατανόηση της εν λόγω αρχιτεκτονικής και των μηνυμάτων, υλοποιείται  το παραπάνω πρωτόκολλο, χρησιμοποιώντας XML  για την αναπαράσταση των μηνυμάτων και Visual Basic 6.0 για την εγγραφή κώδικα που θα αναπαριστά την πλευρά του πελάτη και της πλατφόρμας. Τέλος προτείνονται κάποιες εναλλακτικές προτάσεις υλοποίησης που βασίζονται στις ειδικές εκδόσεις δημοφιλών γλωσσών προγραμματισμού  για  φορητές συσκευές με μειωμένη επεξεργαστική δυνατότητα, όπως κινητά και υπολογιστές τσέπης, με βασικότερες εξ αυτών τη Java 2 Micro Edition και τη .ΝΕΤ Compact Framework.
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Abstract
The object of this Diploma Thesis is to study and to implement the Secure User Plane Location architecture and its protocol, the Userplane Location Protocol. Primary reason for the development of such architecture was the need of location-based services, based on the support of diverse positioning techniques, such as GPS and A-GPS, by user plane infrastructure, an infrastructure based on IP connectivity between both parts. According to OMA specifications, it is defined that there is a terminal (mobile phone, laptop etc) that is called SET and the platform SLP that is on the side of the provider. This platform consists of two centers, the SLC and the SPC, that are responsible for the call management, including billing and roaming, and positioning calculation respectively. The protocol that is used for the communication is ULP, which “runs” over TCP and it is used for the communication between the SET and the SLP except network-initiated cases where SMS or WAP Push is used for the connection establishment. Recently, OMA published the second version of SUPL architecture, which contains very important improvements in comparison to the first one, like the support of SIM-less emergency calls, triggered services and SET positioning by another SET. Estimates for SUPL commercial viability are auspicious as an increasing numbers of vendors, pioneers in the worldwide market, like NEC, QUALCOMM, NOKIA and WIND are realizing interoperability tests and have announced the launch of ULP-enabled phones. In order to understand SUPL architecture and ULP messages, we have implemented the aforementioned protocol, using XML for the representation of the messages and Visual Basic 6.0 for writing source code that represents client and platform sides. Finally, some alternative implementation suggestions are made based on the special editions of widely known programming languages, such as Java 2 Micro Edition and. NET Compact Framework, designated to portable devices with limited processing capability, like mobile phones and palmtops.
Keywords: «Location-based services, user plane, ΙΡ connectivity, Open Mobile Alliance, WAP Push, SUPL Location Platform, Userplane Location Protocol, triggered services»
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1 Introduction

1.1 Scope

The scope of this document is to describe and attempt a sedulous research in the introduction and implementation of Secure User Plane for Location (SUPL) Architecture and its protocol-level instantiation User Plane Location Protocol (ULP).  In addition, we examine thoroughly its roadmap and specific contributions that have been introduced in the latest versions and we take a closer look at a number of deployment scenarios. 

1.2 Structure

The first two chapters have an introductory role; in the first chapter the scope of this dissertation is defined whereas in the second chapter an overview of the current situation of location-based services is presented. The third chapter gives a general idea of the main positioning techniques supported by SUPL and specifically of A-GPS that is a very promising technology that is expected to bring a new era in field of LBS. In the fourth chapter the basic parts of Mobile Location Services (MLS) are presented and in the fifth chapter we are introduced in the SUPL Architecture and its main systems and subsystems. The sixth chapter introduces us to some essential changes that have been made to the second Version of the SUPL architecture and the seventh chapter presents the basic principles of the User Plane Location Protocol. The eighth chapter SUPL Roadmap is defined whereas in the ninth chapter diverse cases of messages flow are examined. In the tenth chapter SUPL market prospective is displayed. In the eleventh the implementation procedure and the results of this protocol simulation are shown. Finally, in the twelfth chapter there are suggestions for alternative implementations based on the state-of-the-art technologies.

2 Overview of LBS

2.1 Introduction

The technology evolution has led to networks and terminals that can support a great variety of new applications. Mobile Network Operators are seeking for new innovative value added services in order to expand their market portfolio and increase their revenues. LBS appear to be a very promising family of services while their market growth has not yet reached the expected results. Market estimates and forecasts specifically for location-based services have also been provided. A forecast from the ITU [1]suggested world-wide revenues from LBS would exceed $2.6 billion in 2005, and reach $9.9 billion by 2010. As with any new service, operators face a number of challenges in taking LBS from the concept phase to mass-market capability. The fierce competition in today’s mobile markets requires a faster time to market for services, which also need to adapt to a variety of users with differing needs and requirements. Operators can choose to operate the service themselves, maintain them and integrate them with their charging system. In this case, an operator’s technical, operational and service development resources must be sufficient to address the increased workload and new technology competence challenge. Alternatively, operators can take an easier and more secure route by choosing to purchase this capability as a service. This is an attractive proposition because the burden of managing technology, ensuring personnel competence and guaranteeing reliability lies with a hosting provider that has the experience and know-how in place.
Much like the experience with the dot.com era, however, the development of location-based services has fallen somewhat short of expectations. However, in some countries such as Japan and South Korea [2] the demand for location–based services is rising enormously and the mobile Internet use is growing rapidly. Still, Japan is a special case as its cities are notoriously difficult to navigate. Street names are increasingly popular but are still not universal. Instead, addresses have traditionally been written with respect to "chome," or urban districts. So, navigation systems such as those used in cars and for street maps are quite popular there. But the applications havs evolved beyond the vehicular environment, with NTT DoCoMo [3] offering, since January 2000, its Global Positioning System or GPS-based mobile personal location service known as DokoNavi. Callers in Japan can access the GPS-based DokoNavi location service using a cellular phone linked to a personal digital assistant (PDA) from Denso called Naviewn to locate themselves in a wide range of environments. [4]

Initially, the emergence of location-based services was neither driven by revenue expectations nor by a clear market demand but, rather, by government regulation of emergency services. In the United States for example, regulatory requirements for emergency calls in cellular systems were first established in 1996 when the Federal Communications Commission (FCC) adopted the wireless Enhanced 911 rules  [5] These rules apply to all cellular, broadband personal communications service (PCS) and certain Specialized Mobile Radio (SMR) licensees. Many people recognize that a wireless phone is a valuable emergency tool that can be taken almost anywhere. For some users, the ability to call for help in an emergency is the principal reason they own a wireless phone. But that help may never come, or may come too late, if the 911 call does not get through or if emergency response teams cannot locate the caller quickly. This requirement was being implemented in a phased process that began in October 1, 2001 and was to be completed by December 31, 2005. Although virtually all operators have received extensions to their required implementation dates due to technical difficulties, the process is still ongoing. The European Union is similarly developing requirements for cellular operators for their E-112 emergency services. [7]These are not meant to be e-commerce services, per se, but have had the effect of pushing mobile network operators to build out the location detection infrastructure which can then be exploited for other commercial purposes as well. 

In 1995, there were 34 million wireless subscribers in the United States, who, according to the Cellular Telecommunications and Internet Association, made 20 million 911 calls a year. Today, there are more than 116 million wireless subscribers and the number of wireless 911 calls is said to have more than doubled to over 50 million a year. 
Among the conclusions we draw from a review of recent work on LBS, is that while the market potential is great, there are significant barriers to overcome. Technological barriers result from the diversity and cost of approaches to location determination, creating a complex set of choices for operators and a potential interoperability problem that can limit users. The lack of any standard approach to location determination and provision of location data to service providers may hinder market development, especially in the United States [2].We further find that, despite the promise of LBS for consumers, immature customer base unaccustomed to dealing with anything beyond voice [er directions maga the outlook for lbs -2006 and beyond] high costs, standards problems, and privacy concerns may limit the near term market to internal business applications among larger firms. LBS standards, privacy protection, quality of service, and conditions by which third party service providers access location information represent several of the more critical policy issues to be resolved.

· Privacy

A great deal has already been written about the potential privacy problems of location-based services. One of the biggest concerns is that it can be possible to compile a very detailed picture of someone’s movements if they are carrying a wireless device that communicates its location to network operators. The potential for abuse of this information ranges from the mildly irritating (a shop sends an unsolicited advertisement when a mobile user approaches) to the more serious (firms use location information on field employees to impose strict performance measures, or potentially embarrassing information is released) and even dangerous or repressive (criminals determining the right time to intrude on a subscriber’s house, or an improper conviction made based on circumstantial location information). Firms may

find themselves facing ethical questions when using location information of customers, such as an insurance company that charges higher rates for clients that drive in dangerous areas. The industry response to these concerns has been to conceive of all services as requiring customer “opt-in.” That is, location information would only be released to those service providers offering a service that a customer has chosen to receive. In the US, federal legislation considers location information to be customer network proprietary information (CPNI), and can only be released with prior customer authorization except for emergency situations.

· Quality of Service

Operators have chosen different methods for determining location, and with varying costs and accuracy. Some location-based services may require more accuracy than others. If operators are using a GPS solution that requires a minute or more for the time to first fix, then such delays might result in quite inaccurate positioning in fast moving vehicles. Customers may not be able to obtain the requisite quality of service on a particular provider’s network. Another related issue is the extent to which location-based services will interoperate with different user terminal equipment. If a user roams, for example, to another state, region, or country, it is logical to emerge diverse issues related to  their terminal equipment capability to be able to work with the available network infrastructures in order to determine location and provide LBS. Manufacturers and operators are working to help avoid fragmented supply of services.

· Standards
The ability to rapidly create and implement services, maintain service quality and enable roaming across different mobile networks depends on the development of industry-wide standards. The lack of standards, especially in positioning technologies, is stifling industry development. This is especially a problem in the United States where there are many competing cellular networks using different air interfaces and network infrastructures with pockets of coverage on a market by market basis rather than with national licenses. In a report to the FCC on the status of wireless E911 implementation, [5] it is claimed that  such services require an unusually high degree of co-ordination among the stakeholders, and will depend on standards. It is also accepted that the lack of such standards as key problems is likely to cause delays in meeting the commission’s objective. Many organizations are involved today in the development of LBS. The global Third Generation Partnership Project (3GPP), through which the various standards bodies around the world are attempting to create a smooth transition to third generation wireless networks, deals with LBS primarily in its Services and Architecture Working Groups The Location Interoperability Forum (LIF) is another venue where industry players gather to achieve consensus on technical standards in the location infrastructure. The Open GIS consortium focuses on standards for expression of geospatial data. They, along with the WAP Forum and LIF have now all joined together into a new association called the Open Mobility Alliance (OMA). Standards are required not only for the position determining technologies, but also for the services and interfaces among content and application providers, for privacy-related procedures, and for the testing of system accuracy. 

2.2 SUPL deployment

The take-off and success of LBS has been reported by analysts, vendors and the media since 2000. While the claims seem somewhat exaggerated, it is now widely  understood the cause of the slow adoption of LBS and it has taken been taken into account that operators and vendors should take steps to get services into the hands of consumers. 

The lack of standards, complex systems of delivery and billing, and a lack of awareness of the services available on the part of end users have been the greatest hindrances to true success for LBS. However, things are changing. In 2005, there was a lot of hype about the Assisted Global Positioning System. Now it is being complemented by Secure User Plane Location (SUPL) A-GPS. 

SUPL is not another positioning procedure, but rather an alternative or complementary positioning architecture based on the IP protocol stack instead of the traditional SS7 signalling. A positioning solution based on the user plane is less dependent on the core network and also reduces the load on the control plane. David Olsson, System manager at Ericsson, says[9] that operators do not want to buy the same service over and over again for each new network generation. This simplified architecture allows them to launch positioning in a mixed 2G/3G network or to launch positioning in networks where we do not have full support for control plane standard positioning – as is often the case in multi-vendors networks.

SUPL is a very important opportunity for operators as it makes it easier to roll out new LBS. Operators are beginning to exploit location as a value-added-service enabler for existing commercial services. There is no problem with the number or variety of LBS applications on the market, but important issues have emerged concerning the availability and the interoperability of LBS. 

The challenge for LBS now is for manufacturers to integrate new positioning methods  into their handsets. Falling chipset prices over the past year will facilitate the establishment of more accurate positioning techniques such as A-GPS. They are following the same pattern as mobile camera technology a few years ago: greater demand has lead to higher technical capability at lower costs. SUPL A-GPS will also lead to better navigation services.

3 Duelling Architectures: User plane vs Control Plane 

As the marketing department for a Wireless Service Provider verifies that LBS delivers a solid ROI, engineering must work to formulate a method of deploying LBS. Among the wide variety of LBS architectures offered nowadays, two of them  seem to be the most  prominent and are of particular interest in the current study ; control-plane and user-plane architectures, each of which has inherent advantages and disadvantages.

3.1 Control Plane

3.1.1 Description of Control plane architecture

Taking a look at the control plane approach first, this architecture consists of a:

·  Position Determination Entity (PDE)/Serving Mobile Location Center (SMLC),

· Mobile Positioning Center (MPC)/Gateway Mobile Location Centre (GMLC),

· geoserver, 

· location-based applications and content.

In this configuration, the MPC/GMLC effectively serves as the intermediary and gateway between the applications, running in the Web Services space, while the PDE/SMLC runs in the signalling space. It serves as a holding agent for subscriber location information and facilitates push and pull transactions. The service set-up and communication is performed via traditional signalling network. The MPC/GMLC also serves as a place to perform general administrations functions, such as authentication/security, privacy, billing provisioning and so on.[10]

3.1.2 Application Uses of Control Plane Location 

Initial LBS implementation used the signalling network for deploying services. The control plane approach, while highly reliable, secure, and appropriate for emergency services, is costly in terms of deployment and in many cases, overkill for commercial based services.

E911was the first wireless location-based application launched in 1996, using the control plane architecture. At that time, wireless location systems were specifically designed to solve E911 voice-call routing problems to closest serving public safety answering points (PSAPs). Location architectures designed for E911 use the circuit-switched network in the control plane for location determination and voice-call routing - they will likely continue to use the circuit-switched network until VoIP networks supplement them. Location within the control plane is more expensive to produce because it uses the same intelligent network infrastructure handling millions of simultaneous voice calls, offering short-time response (e.g. emergency calls) On the whole, there are several technical and business advantages to control plane location architectures and their location access methods - both for enterprise users and business-to-consumer (B2C) developers. 

According to the “control plane” solution, servers and mobile devices communicate via signalling channels on the core and radio networks. This requires the provision of appropriate interfaces and protocols across the entire network. The corresponding LCS (Location Services) standard was developed by 3GPP [11]The control plane location architecture provides network-initiated mechanisms to locate devices at regularly polled temporal intervals independent of mobile end-user intervention, and subsequently compare the updated locations against other automated business-intelligence processes. The application does not rely on the device user to intervene or initiate action, as all decisions and control are managed and maintained by server-side back office processes. Control plane location architectures are equally well suited for mobile locator 'child finders' or 'buddy finders' at the consumer-end of the application spectrum. 

3.2 User Plane
3.2.1 Description of User plane architecture

A user-plane architecture is similar to control-plane but does not include the full functionality of the MPC/GMLC. Instead it allows the handset to invoke services directly with the trusted location applications, via TCP/IP transport protocol, leaving out traditional (and reliable) SS7 messaging altogether. Typically, operators will choose to set up a scaled-down version of the MPC/GMLC to handle authentication/security for the user plane implementation approach. This method is focused on pull transactions, where the subscriber invokes a location-sensitive service. However, push transactions are still possible and supported through the limited MPC/GMLC functionality.[10]

User plane location architecture implementation offers real-time location access over an all-IP connection, independent of the wireless signalling layer.[12] Signalling within a network can be carried in either a channel associated or common channel form. It is desirable for common channel signalling to transfer messages in channels that are external to the user plane, which reduces the number of signalling interfaces since signalling information for multiple connections can now be statistically multiplexed into a single channel, regarding the core network. This can be achieved using an optical supervisory channel, which is a wavelength that is terminated or digitally processed at every switch node. Failure of the optical supervisory channel must not have any traffic-affecting consequences in the user plane, such as generating protection switching events. However this may result to user plane’s unreliability, especially in cases of traffic congestion. [13]

Nevertheless, signalling layer independency means location is inexpensive for the Mobile Network Operator (MNO) to produce because location requests bypass the circuit-switched network, which was originally designed to handle voice calls, manage call handoff, and balance load. Instead, user plane architectures are based on next-generation architecture in which application requests tunnel under the circuit-switched signaling network over a secure IP connection (e.g. to acquire aiding ephemeris data from the A-GPS server).[13]

3.2.2 Application Uses of User Plane Location 

User plane location architectures are designed to enable rapid-fix location updates. In user plane location architectures, application intelligence usually resides within the mobile client rather than the server-side. Distinct advantages include the ability to quickly update location locally on the device with minimal network costs, ability to use location locally within a smart client application, and inexpensively push location to servers for processing - all possible through secure IP connections independent of the circuit-switched network.

User plane location access methods fit particularly well within user-initiated device centric applications such as navigation, gaming, high-frequency location polling for tracking, photomarking, geocaching and other applications that make use of user-generated content. These applications typically require advanced application logic client-side and access location and aiding data at the end-user level through mobile agents. (e.g. BREW, J2ME or Windows Mobile smart clients).

For enterprise applications, user plane location access methods commonly use smart client capabilities to acquire location locally, access aiding data over IP if needed, and finally push location data to server-side databases where geospatial servers add context in the form of addresses, maps, nearby points or people, relevant zones and routes. Things get quite interesting on the consumer application side within the user plane, particularly around user-generated content applications such as photomarking, geocaching and other 'one-click' data collection applications. Moreover this IP-based approach offers a cost-effective and quick solution in a A-GPS system which is considered to be the basic positioning technique when maturity is reached.[14]

3.3 Summary of Comparative analysis

To sum up each of these architectures maintains its own advantages and disadvantages. The chart below discusses these as they pertain to  MNO selection area.[10]

	Criteria

(ordered in 

perceived importance

to carriers)
	User-plane advantage
	Control-plane advantage

	Architectural and 

Implementation issues
	Fewer elements involved, resulting in less complexity, deployment costs and impact on the network
	

	Risk
	· Less costly to implement, 

· offloads service development to third parties, while the operator maintains control over enabling those services with a location
	Utilizes the more reliable SS7 network

	Service Options
	
	More complex design lends itself to more robust service choices;

voice –controlled services are easier to implement

	Management/upgrades
	· Fewer moving parts result in lower operating expenses;

· Upgrades do not impact as many elements
	

	Control
	
	Standards for location gateway are better defined for implementation

	Extensibility

(for developers)
	Allows third parties to develop and host services with minimal network impact
	

	Service addressability
	
	Allows operators to deploy services to subscribers with or without data connectivity


Table 1-Advantages of user plane and control plane architectures 
4 Positioning techniques supported by SUPL 

4.1 Positioning techniques

Most discussions of positioning technology focus on the task of locating users in outdoor environment and can be divided into three broad categories : those where the mobile unit calculates its own location, approaches where the cellular network calculates the location, and hybrid approaches that combine two or more techniques. The basic attributes of these approaches , including strengths and weaknesses are summarised in Table 2.

	
	Basic positioning approach
	Strengths
	Weaknesses

	Handset-based
	
	
	

	GPS
	Triangulation method using timing

signals from 4 satellites out of a system

 of 24 satellites.


	· Highly accurate

· No new network infrastructure required
· Enhanced privacy for user


	· No indoor service

· Poor coverage in urban “canyons”

· New handsets required

· Power requirements

· Bulky size of receivers

· Delay in calculating location



	Advanced Forward Link Trilateration (AFLT) and Enhanced Forward Link Trilateration (EFLT)
	The mobile unit times the arrival of signals from multiple base stations, but sends the time difference to a location through triangulation
	· Reduced complexity

· Cost for handset
	· Some modification to handset

· Network investment required

	Observed Time Difference (OTD)and Enhanced Observed Time Difference(EOTD)
	Timing signals are sent from multiple base stations and software in the handset performs triangulation calculations to determine location
	· Enhanced privacy for user
	· Some modification to handset

· Network investment required 

	Cellular Network-Based
	
	
	

	Cell ID (also called Cell of Origin)
	Uses the location of the base station currently  handling a call to represent the subscribers  location. Accuracy can be increased by sectorization (using directional antennas at the base station)
	· Available now 

· No handset modifications

· Low cost
	· Lower accuracy especially in large rural cells

· Loss of privacy for user

	Time of Arrival (ToA or TA) and Observed Time Difference of Arrival (OTDOA)
	Trinagulates the location of the subscriber using timing of signals sent from the mobile unit to at least three different cell sites. TDOA requires synchronisation among base stations and uses differences in arrival time
	· Greater accuracy than Cell ID  can determine velocity and heading in addition to position

· TOA  does not require any handset  modifications
	· Inferior accuracy for TDOA in analog and narrowband digital systems

· New equipment needed at base stations

· TDOA requires modification to handset  loss of privacy for user

	Angle of Arrival (AoA)(currently not supported by SUPL)
	Calculates the position of the subscriber based upon the direction (angle) of the arrival signal into two or more base stations
	· No handset modifications
	· Problems caused by multipath reception

· Special antennas and receivers  needed at base stations

· Loss of privacy for user

	Multipath analysis-Finger Print techniques(currently not supported by SUPL)
	Determines location by comparing pattern of reception from subscriber with previous reception patterns stored in a database
	· No handset modifications
	· New receiving equipment needed at base stations

· Development and updating of database

· Loss of privacy for user

	Hybrid Approaches 
	
	
	

	Assisted GPS 
	GPS receivers are embedded in the cellular network  which assist a partial GPS receiver in the handset, reducing the calculation burden
	· Eliminates many of costs imposed by GPS  on handsets (e.g can be smaller )

· Reduces the delay in calculating location offers some control to user
	· New handsets required

	Other combinations

e.g TDOA/AoA(currently not supported by SUPL)
	Uses multiple techniques to extend coverage and improve accuracy
	· Increased accuracy 

· More robust
	· Cost of network infrastructure needed

· Loss of privacy for user


Table 2-Positioning Technologies for Location-Based Services supported by SUPL[er michigan]
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Figure 1-Pyramid of accuracy of the most important positioning techniques 

In the pyramid above it is shown the accuracy of the most important positioning techniques that are supported by the SUPL . As we can see, A-GPS has by far the best accuracy, in addition  to its many other advantages. That’s why we should take a closer look at this new and promising technique, taking into account that its support was SUPL primary objective.[2]

4.2 Introduction to A-GPS

To determine a user’s precise location, traditional positioning technology based on the Global Positioning System (GPS) requires visual contact to special satellites circling the earth in geostationary orbits at an altitude of approximately 20.000 kilometers (12.000 miles). To determine the position, a locating device must receive the signals from at least three of these satellites. With a traditional GPS receiver it can sometimes take several minutes to collect all the satellite navigation data and compute the precise location. In addition, in areas with many tall buildings, the satellites’ signals are often so weak that GPS does not work reliably (“canyon effect”). With A-GPS, the mobile device receives information about the satellites’ orbit, frequencies and functionality over the wireless network. As a result, it can detect and analyze even weak satellite signals at lightning speed. The A-GPS technology uses the radio link between base station and mobile devices to transmit this “assisted” satellite data within a matter of seconds, thus saving time and battery power compared to traditional GPS systems. Even under difficult reception conditions, it takes the unit only a few seconds rather than minutes to display the correct co-ordinates. Since Assisted GPS also works in enclosed spaces, it even makes mobile phone-guided virtual city and museum tours and other indoor applications possible. A user can also use his mobile phone to find his way from place to place in unfamiliar cities. And after car accidents, the A-GPS solution can quickly transmit the vehicle’s precise location to an emergency dispatch centre so that help reaches injured persons more quickly. [15]

4.3 Assisted GPS architecture: User Plane versus Control Plane 
A “user plane” solution is an A-GPS system where communication between server and mobile device runs over a normal data connection, for example GPRS. Integrating a user plane solution takes advantage of protocols and interfaces that already exist in the core and radio networks. When A-GPS is designed as a “control plane” solution, servers and mobile devices communicate via signalling channels on the core and radio networks. This requires the provision of appropriate interfaces and protocols across the entire network. As aforementioned above, the corresponding LCS (Location Services) standard was developed by 3GPP .[16]

4.4 A-GPS Modes

Currently there are three modes available whereas some leading vendors, like QUALCOMM, have launched a hybrid mode that works even in environments of weak GPS signal in their gpsOne technology [17], an A-GPS platform that is supported by the company’s chipset.

Chosen automatically or specified by software, the four modes are Standalone GPS, Mobile Station (MS)-based, MS-assisted and MS-assisted/Hybrid. In the MS assisted/based modes, A-GPS  technology utilises assistance data from a location server in the wireless network in combination with A-GPS circuitry and software in the wireless device.

· Standalone GPS: The GPS receiver calculates a position without using any assistance data and without a connection to the wireless network.

· MS-Based: The GPS receiver calculates the position using assistance data from a location server to increase cold-start sensitivity and reduce the start time for an initial position calculation.

· MS-Assisted: The GPS receiver uses assistance data from a location server to make measurements related to its distance from the GPS satellites, then sends this information to the location server where the position is calculated. This mode also increases cold start sensitivity and reduces the start time for an initial position calculation.

· MS-Assisted/Hybrid: Wireless network information is added to GPS measurements as part of the position calculation by the location server, integrating the relative strengths of GPS information and available wireless network location information for increased positioning reliability in difficult GPS environments.
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Figure 2:A-GPS technology
· In assisted operation, an A-GPS enabled handset (step 1) receives a small “assistance data” message from a network location server using standardized protocols (step 2).

· The handset then reads information from GPS satellites (step 3) to measure its distance from all the satellites it can see (called “ranging” information).

· The handset then uses this ranging information to create a position “fix,” or sends the ranging information back to the server where it can be combined with network information (step 4) to produce an even better fix.[18]

5 MLS protocol family

5.1 Introduction

Mobile Location Services offer a totally new perspective of the perception that we have up to now for the utility of mobile devices. SUPL is claimed to play a decisive role to the take-off of such services. However, in order to have a clear view, we should examine some other protocols that compose Mobile Location Services [20].  According to OMA specifications, Mobile Location Service consists of a set of location protocol specifications complying with 3GPP Release 6 LCS Specification. The set of specifications in MLS V1.1 consist of MLP V3.2 [21], RLP V1.0 [22] and PCP V1.0 [23]. 

· MLP V3.2 instantiates Le interface

· RLP V1.0 instantiates Lr interface

· PCP V1.0 instantiates Lid, Lpp interfaces
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Figure 3-MLS protocols related to 3GPP interfaces
MLS is also used by SUPL [24]to offer interface to external location service clients and to convey roaming information between location servers.

5.2 Mobile Location Protocol

OMA Mobile Location Protocol (MLP) V3.2 Candidate Enabler is an application-level, user plane protocol for obtaining the position of mobile devices. It serves as the interface between a Location Server (LS) and a MLS Client. The MLP specification defines the core set of operations that LS should be able to perform. The messaging between MLS client and LS is performed using XML messages.

MLP can be divided to three protocol layers (Figure 3):

· Transport Layer: defines how XML content is transported. The specification is transport layer agnostic, so any suitable protocol can be used. Currently only an HTTP mapping is specified for MLP.

· Element Layer: defines all common elements used by the services in the service layer. The elements are defined in XML DTDs that are available along with the standard.

· Service Layer: defines the actual services offered by the MLP framework.

[image: image6.emf]
Figure 4-MLP protocol layers 

MLP defines 5 basic services :

	Service
	Description

	Standard Location Immediate Service (SLIS)
	SLIS is a standard location query service used by an LCS client to locate a mobile by its identification number (MSISDN or IP address)

	Emergency Location Immediate Service (ELIS)
	ELIS is used for querying of the location of a mobile that has initiated an emergency call. LCS client application sends the id of the mobile to be located to the location server, which then returns mobile location

	Standard Location Reporting Service (SLRS)
	Mobile subscriber can trigger an SLRS report to be sent to the LCS client

	Emergency Location Reporting Service (ELRS)
	An ELRS report is sent to the LCS client application when the mobile user starts an emergency call. The client application to receive the requests must be determined beforehand

	Triggered Location Reporting Service (TLRS)
	TLRS is used to report the mobile location at a specified time intervals or when pre-determined conditions, such as switching on the mobile, are met


Table 3-Services supported by the MLP
As an example of MLP messaging a SLIR message flow is shown below:
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Figure 5-Example of MLP messaging
An example of standard location immediate request (SLIR) message is shown below 

<slir ver="3.2.0" res_type="SYNC">

<msids>


<msid type="IPV4">93.10.0.250</msid>


<msid>461018765710</msid>

</msids>

<eqop>


<resp_req type="LOW_DELAY"/>


<hor_acc>1000</hor_acc>

</eqop>

<geo_info>


<CoordinateReferenceSystem>



<Identifier>




<code>4326</code>




<codeSpace>EPSG</codeSpace>




<edition>6.1</edition>



</Identifier>


</CoordinateReferenceSystem>

</geo_info>

<loc_type type="CURRENT_OR_LAST"/>

<prio type="HIGH"/>
</slir>
And, as an answer to this message, LS returns a standard location immediate answer (SLIA):

<slia ver="3.2.0">

<pos>


<msid type="IPV4">93.10.0.250</msid>


<pd>



<time utc_off="+0200">20020623134453</time>



<shape>




<CircularArea srsName="www.epsg.org#4326">





<coord>






<X>30 16 28.308N</X>






<Y>45 15 33.444E</Y>





</coord>





<radius>240</radius>




</CircularArea>



</shape>


</pd>

</pos>

<pos>


<<msid>461018765710</msid>


<pd>



<time utc_off="+0200">20020623134454</time>



<shape>




<CircularArea srsName="www.epsg.org#4326">





<coord>






<X>30 12 28.296N</X>






<Y>86 56 33.864E</Y>





</coord>





<radius>570</radius>




</CircularArea>



</shape>


</pd>

</pos>
</slia>
As can be seen from the message, MLP allows the client to specify additional parameters besides the mobile id to be located. These parameters can include the desired quality of positioning (QoP), a coordinate system, priority of the request and additional extension parameters. MLP uses coordinate systems specified in OpenGIS Consortium Geography Markup Language (GML) standard [25]. Location servers must support at least WGS84 coordinates.[26]

· HTTP mapping

While MLP can be run over any suitable protocol, an HTTP/1.1 mapping is defined in the specification. In this mapping, messages are sent using HTTP POST requests and HTTP responses. The location servers can implement secure communication channel using SSL/TLS. The TCP and UDP ports registered to this MLP service are: 

· 9210 for insecure communication, and

· 9211 for secure communication

5.3 Roaming Location Protocol

RLP is a protocol for inter-Location Server communication. It is based on MLP and employs its basic definitions and messages. It allows locating roaming users, also across network and operator borders. RLP is also used by SUPL to enable roaming of SETs. 

5.4 Privacy Checking Protocol

Privacy Checking Protocol (PCP) was not part of MLS V1.0 specification. It was released in MLS v1.1 due in March 2006. As MLP and RLP, PCP is a user plane, application level protocol. It is designed to ensure the privacy of located user by using pseudonyms to abstract the user identification information. The current proposal suggests that this protocol is instantiated as a web service and described with Web Services Definition Language (WSDL). [27]

6 Secure User Plane for Location 

6.1 Introduction

Third-party-hosted mobile location systems can easily be implemented with the introduction of the soon-to-be-approved (by the time of writing) Secure User Plane Location standard. The use of SUPL means location servers will no longer have to reside in tellcos’ networks. The server will communicate directly with mobile devices via an IP link – rather than traditional control-plane architecture requiring modifications to core and radio networks – to implement MLS solutions.

SUPL is a standardization approach that employs user plane data bearers for transferring location information (e.g GPS assistance) and for carrying positioning technology-related protocols between a SUPL Enabled Terminal (SET) and the network. SUPL is considered to be an effective way of transferring location information required for computing the target SET’s location.

To serve a location service to a client, considerable signaling and position information are transferred between actors such as a SET and a location server. Currently, A-GPS provides more accurate position of a SET than other available standardized positioning technologies. However, A-GPS over control plane requires minimum modification to the existing network, and this is an efficient solution that can be deployed rapidly.

SUPL utilizes existing standards where available and possible, and SUPL should be extensible to enable more positioning technologies as the need arises so that they utilize the same mechanism. In the initial phase, SUPL will provide full functionality of A-GPS with minimum changes of current network elements.

There are two different communication modes between SET and SLP: 

· Proxy Mode: The SPC system will not have direct communication with the SET. In this environment the SLC system will act as a proxy between the SET and the SPC.

· Non-Proxy Mode: The SPC system will have direct communication with the SET.

It should be mentioned that SUPL is not an application interface protocol. It does not expose an API to LBS applications.

6.2 SUPL Architecture

6.2.1 SUPL v.1 Architectural Diagram

In this section we identify the SUPL network architecture model, comprised of the User Plane location services related network entities and the associated reference points.

A network entity (i.e. system and subsystem) represents a group of functions, and not necessarily a physical device. The physical realisation is an implementation decision: a manufacturer may choose any physical implementation of network entities, either individually or in combination, as long as the implementation meets the functional requirements.

A reference point is a conceptual demarcation of two groups of functions. It is not necessarily a physical interface. A reference point only becomes one or several physical interfaces when the network entities on each of its sides are contained in different physical devices. One or more protocols may be defined for the instantiation of an interface. As the Lup reference point is instantiated by one interface, we use both terms in this document. The corresponding protocol is defined in the following chapter.

Generally speaking, the required SUPL components are the SET and the network component SLP containing the SLC and SPC systems. The SET communicates with the network over the Lup interface. In MNO environments, several entities and their interfaces may also be needed as illustrated in the figure in this section.
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Figure 6: SUPL Architecture
Existing deployments may choose to adapt existing physical nodes to include SUPL functionality. In those cases, there is an embedded dependency for signalling on an interface between distributed SLCs and SPCs. This version of the architecture is dependent on that signalling for those deployments. SUPL ensures that the user’s privacy is protected in all transactions consistent with the user’s privacy preferences, except for emergency or lawful purposes depending on local/regional regulations. According to its requirements specifications, it is available for value-added commercial applications as well as for emergency service applications within the technical limitations of each access network (Service Support). Additionally, the SUPL architecture provides the ability to differentiate between emergency services and commercial services. As far as the privacy provided is concerned, SUPL ensures that any location information that is stored or exchanged is secure and thus is not accessible to unauthorized access, i.e., unauthorized disclosure, usage, loss or corruption of location data is prevented. If SUPL provides the ability for the SET or SUPL network to store location information, the location data shall be stored in a secure manner and shall be available for retrieval by authorized applications.

6.2.2 Communication Mechanisms and Interfaces Covered by Lup

The protocols involved in WAP Push are PAP (Push Access Protocol) for conveying location request notification from the SLP to the PPG (Push Proxy Gateway), and POTAP (Push Over-The-Air Protocol) for conveying such notification from the PPG to the SET. SMS delivery of notification is another option, and can be initiated either by SMS Trigger from the SLP, or by WAP notification. Protocol interfaces for SMS delivery are not specified in the diagram, since the interface between SLP and SMSC/MC is proprietary (e.g., SMPP) and is not defined by 3GPP/3GPP2. In proxy-mode the SUPL application message exchange for service management and positioning determination occurs between the SLP and the SET. In non-proxy-mode the service management related message exchange occurs between the SLC and the SET, where the positioning determination related message exchange occurs between the SPC and the SET.

6.3 SUPL Systems and Subsystem Descriptions

6.3.1 SUPL Location Platform

The SUPL Location Platform (SLP) consists of an SUPL Location Center (SLC) and SUPL Positioning Center (SPC). The SLC and SPC may be integrated into a single system. The Lup interface is used between the SLP and the SET. The Lup interface is used to deliver messages for SUPL Service Management and SUPL Positioning Determination.

It may also be possible to separate the SLC and SPC functionality into separate systems within the SLP.
The Lup interface is used between the SLP and SET. The Lup carries two types of messaging:
· Messaging destined to the SLC system within the SLP – Lup Service Management Messages.
· Messaging destined to the SPC system within the SLP – Lup Positioning Determination Messages.

6.3.1.1 SUPL Location Center (SLC)

The SLC system coordinates the operations of SUPL in the network and performs the following functions as it interacts with the SUPL Enabled Terminal (SET) over User Plane bearer:

· SUPL Privacy Function (SPF)

· SUPL Initiation Function (SIF)

· SUPL Security Function (SSF)

· SUPL Roaming Support Function (SRSF)

· SUPL Charging Function (SCF)

· SUPL Service Management Function (SSMF)
· SUPL Positioning Calculation Function (SPCF) 
· The SLC may perform the translation of a location identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QoP of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
6.3.1.2 SUPL Positioning Center (SPC)
The SPC supports the following functions:

· SUPL Security Function (SSF)

· SUPL Assistance Delivery Function (SADF)

· SUPL Reference Retrieval Function (SRRF)
· SUPL Positioning Calculation Function (SPCF)

6.3.1.3 SUPL Enabled Terminal (SET)
The SET supports the procedures defined in SUPL as it interacts with the network over the User Plane bearer. The SET may support one or more of the following functions depending on its capabilities and the SUPL Provider’s business rules:

· SUPL Privacy Function (SPF)

· SUPL Security Function (SSF)

· SUPL SET Provisioning Function (SSPF)

The SET supports SET-based and/or SET-assisted positioning calculation. The SET based calculations  may support the following functions:

· SUPL Positioning Calculation Function (SPCF)

· SUPL Assistance Delivery Function (SADF)

There is overlap between functionalities of SLC/SPC and SET.

6.3.1.4 Allocation of SUPL functions to SUPL Subsystems
The following table shows the allocation of functional entities in the reference configuration of SUPL. 
	
	SLC
	SPC
	SET

	Location Services Functional Group

	SUPL Privacy Function (SPF)
	(
	
	(

	SUPL Initiation Function (SIF)
	(
	
	

	SUPL Security Function (SSF)
	(
	(
	(

	SUPL Roaming Support Functions (SRSF)
	(
	
	

	SUPL Charging Function (SCF)
	(
	
	

	SUPL Service Management Function (SSMF)
	(
	
	

	SUPL SET Provisioning Function (SSPF)
	
	
	(

	Positioning Functional Group

	SUPL Assistance Delivery Function (SADF)
	
	(
	(

	SUPL Reference Retrieval Function (SRRF)
	
	(
	

	SUPL Positioning Calculation Function (SPCF)
	(
	(
	(

	
	SLC
	SPC
	SET


Table 4:  Allocation of SUPL functional entities to SUPL subsystems

6.3.2 SUPL Location Services Functional Group

This section identifies and describes the logical functional entities within the SUPL location services functional group. The purpose of this section is to ensure that all possible functions are identified which are required to enable a SUPL service.
6.3.2.1 SUPL Privacy Function (SPF)
The SUPL Privacy Function is the function of ensuring the privacy that  a SET User is honoured. The following must be considered: 

· Adhere to the target SET User privacy setting regardless of Network Initiated or SET Initiated services

· Adhere to notification and verification settings of the target SET User

· Allow for future emergency and lawful override regulations that may apply to the target SET User 

SUPL may use existing privacy nodes such as Privacy Profile Register (PPR) or Location Distribution Control (LDC) to implement the privacy function. Alternatively, the SPF may be implemented in the SET.
6.3.2.2 SUPL Initiation Function (SIF)
The SUPL Initiation function provides a mechanism for a SUPL network to start a transaction with a SET. The initiation function is of special importance in enabling SUPL Network Initiated Services. 

In case of a SUPL Network Initiated Service the SUPL network starts the SUPL transaction by using one of the following methods: 

· WAP Push Access Protocol (PAP)

· SMS directly in an MNO environment 

Depending upon SET capabilities the applicable SUPL Initiation method is applied by the SUPL network (determination of SET capabilities is out of scope of SUPL).

A SET must support at least one of these SUPL Initiation methods.
6.3.2.3 SUPL Security Function (SSF)
The SUPL Security function enables the SUPL network to authenticate and authorize the SET and enables the SET to authenticate and authorize the SUPL network. This is important in safely enabling both Network Initiated and SET Initiated SUPL Service.

The SUPL Security function also provides confidentiality and data integrity.  
6.3.2.4 SUPL Roaming Support Function (SRSF)
SUPL roaming occurs when a SET leaves the service area of its H-SLP.  The service area of an H-SLP includes the area within which the H-SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an H-SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s).  

There are variants of SUPL roaming which are summarised below:

· The H-SLP may request the V-SLP to provide an initial position estimate, e.g., based upon Location ID.

· The H-SLP may request the V-SLP to provide the Lup Positioning Determination and SPC functionality.

The decision of which variant is applied is implementation specific. For information purposes, the decision will depend upon such factors as:

(i) Roaming agreements between SUPL providers 

(ii) Location ID 

(iii) Cached information 

(iv) H-SLP/SET negotiation parameters such as positioning method. 

6.3.2.5 SUPL Charging Function (SCF)
The SUPL Charging Function (SCF) is responsible for charging activities within the SLP. This includes charging of MLS Application, SUPL Agents and SET Users.

The main task for SCF is to collect appropriate charging related data and data for accounting between SUPL providers. Additionally, SCF may authorise activities in SLP (e.g., assistance data and location delivery) based on assessment of available charging data. Further details of SCF are out of scope of SUPL.
6.3.2.6 SUPL Service Management Function (SSMF)
SUPL Service Management Function is the function of managing locations of SETs. This function stores, extracts, and modifies the location information of a target SET. During the execution of this function, the integration with charging, privacy, security, QoP functions must be considered.

6.3.2.7 SUPL SET Provisioning Function (SSPF)
SUPL SET Provisioning Function is the function that manages the provisioning for the SET.  The SET shall be provisioned with the address of the Home SLP.  The provisioning of the Home SLP address in the SET may use OMA enablers to provision the SET.
6.3.3 SUPL Positioning Functional Group
This section identifies and describes the logical functional entities within the SUPL positioning services functional group.
6.3.3.1 SUPL Assistance Delivery Function (SADF)
The assistance data delivery function generates and delivers available assistance data, which is used for the measurement or the calculation of a SET position. The assistance data delivery may be based on a selected subset of GPS reference data retrieved from SRRF function, the capability of SET and network, and the approximate position information of the target SET.

6.3.3.2 SUPL Reference Retrieval Function (SRRF)
The reference data retrieval function is the function of retrieving GPS reference data from a GPS reference network. Reference data is needed to generate assistance data. The interface between this function and GPS reference network is out of the scope of this document.

6.3.3.3 SUPL Position Calculation Function (SPCF)
The position calculation function performs the function of calculating the position of a SET. One or more of the following positioning calculation modes may be supported by a SUPL service.  

· A-GPS SET assisted 

· A-GPS SET based 

· Autonomous GPS

· Enhanced Cell/sector

· AFLT

· EOTD

· OTDOA

· Location ID – SHALL be supported

· Perform translation of a location identifier to a geographic location expressed in latitude and longitude. In MNO environments this is often referred to as Cell-ID location.
6.3.4 SUPL Interface Definition
This section defines the interfaces identified in the SUPL architecture. The SUPL architecture identifies one new interface.
6.3.4.1 Lup
The function of the Lup reference point is logically separated into Location Service Management and Positioning Determination.
6.3.4.1.1 Service Management
This interface is used to enable the SLP to establish a session with the SET and performs the functions listed in section 6.3.1.1.

Table 2 depicts the messages in the Lup Service Management interface.

	Message Name
	Description

	SUPL INIT
	The SUPL INIT message is used by the SLP to initiate a SUPL session with the SET. This message is used in Network Initiated SUPL Services. This message MAY contain the initial Target SET User Notification, Confirmation Privacy instructions, MAC and KeyIdentity.

	SUPL START
	The SUPL START message is used by the SET to start a SUPL session with the SLP.

	SUPL RESPONSE
	The SUPL RESPONSE message is used by the SLP as a response to a SUPL START message in a SET initiated location request.

	SUPL END
	The SUPL END message is used by the SLP or SET to end an existing SUPL session.

	SUPL AUTH REQ
	The SUPL AUTH REQ message is only used in Non-Proxy mode for authentication of SET and SPC.

	SUPL AUTH RESP
	The SUPL AUTH RESP message is only used in Non-Proxy mode for authentication of SET and SPC.


Table 5- Lup Service Management

6.3.4.1.2 Positioning Determination
 The Lup Positioning Determination interface is used to transport information used for the calculation of position between the SET and SLP. It performs the functions listed in section  6.3.1.2.

Table 6 shows the messages in the Lup Positioning Determination interface.

	Message Name
	Description

	SUPL POS
	The SUPL POS message is used between the SLP and SET to exchange positioning procedure messages (RRLP/RRC/TIA-801) used to calculate the position of the SET.

	SUPL POS INIT
	The SUPL POS INIT message is used by the SET to initiate the positioning protocol session (RRLP/RRC/TIA-801) with the SLP.

	SUPL END
	The SUPL END message is used by the SLP or SET to end an existing SUPL session.


Table 6- Lup Positioning Determination

A SET and SLP must provide support for Location ID positioning. A GSM and/or WCDMA capable SET and SLP providing support for this SET type must support RRLP if A-GPS or E-OTD positioning is supported. 

A CDMA capable SET and SLP providing support for this SET type must support TIA-801 if A-GPS or AFLT positioning is supported. 

The SET and SLP support for other positioning protocols is optional.

In the case of RRLP and SET based location determination in the SET initiated case, the SLP shall  send the RRLP Assistance Data message. The SET shall acknowledge the reception of assistance data with the RRLP Assistance Data Acknowledgement message. In the case of RRC and SET based location determination in the SET initiated case, the SLP shall  send the RRC Assistance Data Delivery message [28]
7 SUPL v2.0

SUPL standardization is currently underway. The specification of SUPL Architecture v2.0 is currently solving many restrictions of the initial edition, such as SET positioning initiated by another SET, event-triggered location request, periodical location requests and emergency calls, a major defect of the user plane architecture.

7.1 SET-Initiated Location Request of another SET

In this call scenario, it is assumed that SET1, the initiating SET, is not roaming, however, this case will also be applicable if the SET1 is roaming. Figure 7 illustrates the SET-initiated location request of another SET. 
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Figure 7- SET-Initiated Location Request of another SET
The SUPL Agent on SET1 receives a request for position of Target SET2. If SET1 is not itself or SET1 establishes a circuit switched data connection.

The SUPL Agent on SET1 uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP1 and sends a SUPL_ SET_INIT message (this message is defined in ULP v2.0 that is still in draft version by the time of writing) to start a positioning session of the Target SET2. The SUPL_SET_INIT message contains session ID, Target SETid. The Target SETid is the identity of the Target SET2 that will be used by the SLP1 to identify the home network (SLP2 )of SET2. 
The H-SLP1 determines of  SLP2  using the Target SETid  provided in the SUPL_SET_INIT message, e.g. the SLP1 may contact a local DNS server or any other entity that is able to translate SET2 address information into information that can be used to contact SLP2. 
The H-SLP1 sends a location request message to a location server serving the Target SET2 (e.g.SLP2). The SLP2 determines if SET1 and its associated serviceid is authorized to receive SET2 location information. SLP2 applies subscriber privacy against SET1. If it is determined that SET1 and the serviceid is authorized and if notification and verification or notification only is required, then SLP2 proceeds with a Network initiated location request to SET2 . Once the position calculation is complete, the location server serving the Target SET2 (e.g.SLP2) shall send the location response message to the SLP1.  This message includes the position estimate of SET2. The SLP1 sends a SUPL_END message containing the position estimate to the SET1 and the SET1 sends the position estimate back to the SUPL Agent. [29]

7.2 Triggered Services

7.2.1 Introduction to Triggering

A new feature, triggered services, is fully supported by SUPL Architecture v2.0 [29]. Triggering has the capacity to not only greatly improve existing applications but also allow new services such as advertising and tracking objects in motion. Clients can define trigger criteria, such as entering or exiting a specific location or periodic triggering, letting the SLP monitor it, and be notified whenever the trigger criterion is fulfilled. It can be either network-initiated or SET –initiated. Triggering function works for both GSM and WCDMA users . Information related to triggering is stored in a database server. The information contained in that database consists of trigger criteria defining the location conditions that must be fulfilled in order to inform the client. The following criteria can be defined:

· mobile terminal entering an area;

· mobile terminal leaving an area;

· two mobile terminals within a certain distance of each other.

For example, triggering services are offered by Ericsson in the form of Spatial Triggers platform. 
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Figure 8-Spatial Triggers  Service  

Some of the anticipated applications of the technology are:

· generating non-subscriber revenue through location-sensitive wireless advertising;

· location tracking for children and the elderly;

· alert-enabled friend finder and mobile dating;

· real-time emergency and traffic alerts;

· alert-driven fleet management applications.

 [30]

7.2.2 Triggered Services

7.2.2.1 Periodic Triggers

This chapter describes the call flows for periodic triggered services. The trigger resides in the SET. The H-SLP initiates the periodic trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator and the intended positioning method. The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP. The SET shall send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRIGGERED RESPONSE message including session-id, posmethod and periodic trigger parameters.[29]

7.2.2.2 Event Triggers

In this case, the SET makes the decision if an area event occurred based on continuously repeated position determinations.

In the cases described below, the trigger of the area event ends the triggered session. In practise, area event triggers can occur multiple times without ending the triggered session. The call flows, however, are the same and therefore no separate call flows are required. In this case , the triger type indicator changes to area event triggering.[30]

7.3 Support for Emergency Calls

For operators who intend to deploy a user plane solution like SUPL only (and not a control plane solution), there is currently no way to support accurate location for normal circuit mode emergency calls (e.g. E911, E112). By combining a small portion of the existing control plane solution with a user plane solution such as SUPL, it becomes possible to locate emergency circuit mode calls as shown by the soon-to-be-approved OMA contributions and change requests. [31]
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Figure 9-SUPL v2.0 Architecture 

In the above figure [32] it is shown the SUPL Architecture that supports emergency calls too. The most important addition is the implementation of an Emergency SLP (E-SLP)and the initiation of a connection via a UDP/IP connection. The SLP plays a multidimensional role. For any SET, a SUPL Location Platform can perform the role of the home SLP (H-SLP), visited SLP (V-SLP) or emergency SLP (E-SLP). A particular SLP may perform one or more of these roles for multiple SETs.

The H-SLP for a particular SET contains the subscription, authentication and privacy related data for the SET and would generally be associated with or part of the SET’s home PLMN.

The E-SLP for a particular SET is an SLP associated with or contained within the PLMN serving the SET that is employed by the serving PLMN to perform positioning in association with an emergency services call initiated by the SET. The E-SLP may be the H-SLP if the SET is not roaming. If the SET is roaming and the E-SLP is not the H-SLP, SUPL positioning may occur without interaction with the H-SLP.

The V-SLP for a particular SET would be an SLP chosen by the H-SLP or E-SLP to assist positioning. In the case of an H-SLP, the SET would be roaming outside the coverage area of the H-SLP. In the case of an E-SLP, the SET would have initiated an emergency services call outside the coverage area of the E-SLP. Note that the coverage area of an SLP need not be the same as the coverage area of any PLMN with which the SLP is associated. It should be noted that SUPL roaming will not occur and a V-SLP will not be needed for positioning associated with emergency services calls if calls can only be placed within the service area of an E-SLP.

Regarding to SUPL Initiation modes, a SET that is capable of initiating an emergency services call using an IP bearer shall also support SUPL initiation using UDP/IP. Moreover, there is the possibility that the network operator may choose not to employ SUPL – e.g. may use a control plane location solution. 

On the other hand, in the case of an unregistered, UICC-less, SIM-less or UIM-less UE, procedures described for “VoIP Emergency Call Support” (3GPP SA2 contribution S2-051950) show how such a UE can establish IP connectivity with restricted access for an emergency call, which would enable an IP connection to an E-SLP in the same network. In this case, a separate V-SLP might not be used. In this case it is interesting to study the input contribution (27 March 2006) over the way SUPL framework can interact with IMS architecture to perform an emergency positioning during IMS emergency call and what are the impacts on SUPL are discussed and proposed.
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Figure 10- Architectural diagram to support SUPL emergency positioning in IMS Emergency Call Architecture
Please note that this architectural diagram allows any IP transport such as GPRS, WLAN and so on. The path for IMS emergency call setup is highlighted with red line. The blue line (as so far defined by 3GPP SA2) depicts the path related to positioning itself over user plane, which is SUPL. 
 It should be noted that, for flexibility of implementation, the LRF could contain an E-SLP and/or GMLC or it could be connected to a separate E-SLP and/or GMLC. Similarly, the E-SLP and GMLC could be separate or could be combined.[33]

8 User Plane Location Protocol

8.1 Introduction

According to OMA specifications, ULP is a protocol-level instantiation of the Lup reference point described in SUPL Architecture. The protocol is used between the SLP and the SET in order to achieve the implementation of SUPL in both parts.

8.2 Protocol Interface

The encoding for the ULP protocol is ASN.1. 

8.3 Transport

The transport protocol between SET and SLP (SET and SLC/SPC for non-proxy mode) is TCP/IP with the exception of SUPL_INIT  message. SUPL_INIT is sent from SLC to SET to request SET to initialize a connection. As no TCP/IP connection exists in this phase, the SUPL_INIT message is transferred to SET using either WAP Push or SMS.
· TCP/IP

A port number out of the range of Dynamic and/or Private IANA Ports range has been selected as standard port for ULP messages transported over TCP. This port number may later be replaced by a port number registered with IANA (Internet Assigned Numbers Authority). The port numbers is: 
	oma-ulp
	59910/tcp
	OMA UserPlane Location Protocol


· WAP Push

The WAP[34] Push message from an SLP (SLC for non-proxy mode) to a PPG contains the SUPL INIT message and takes place according the specifications of WAP Push Access Protocol(PAP)[35]. WAP PAP  over HTTP is used and contains the PAP control entity and the SUPL INIT message. Generally speaking, the Push Access Protocol is designed to be independent of the underlying transport protocol and it is intended for use in delivering content from Push Initiators to push proxy gateways for subsequent delivery to narrow band devices, including cellular phones and pagers. Example messages include news, stock quotes, weather, traffic reports, and notification of events such as email arrival.

 On the other hand the PPG communicates with the SET over WAP Push Over the Air Protocol (WAP POTAP)[36] .POTAP is an application layer protocol that can run on top of the WSP protocol [37], or on top of HTTP 1.1  and  addresses diverse considerations such as server initiated asynchronous push and exchange of push control information over the air.

· MT SMS

For GSM/WCDMA, the Wireless Datagram Protocol (WDP) [38]  framing is used for MT SMS. The port number is as registered with IANA. The WDP layer operates above the data capable bearer services supported by the various network types. As a general datagram service, WDP offers a consistent service to the upper layer protocol (Security, Transaction and Session) of WAP and communicate transparently over one of the available bearer services. WDP supports several simultaneous communication instances from a higher layer over a single underlying WDP bearer service. The port number identifies the higher layer entity above WDP. This may be another protocol layer such as the Wireless Transaction Protocol (WTP) or the Wireless Session Protocol (WSP) or an application such as electronic mail. The following figures illustrate the protocol profiles for operating WDP between a mobile device and server over a specific RF technology and a specific bearer within that technology.
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Figure 11-WDP over GSM SMS
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Figure 12-WDP over CDMA SMS
This port number may later be replaced by a port number registered with IANA (Internet Assigned Numbers Authority). The temporary port numbers is: 

	oma-ulp
	59910/tcp
	OMA User Plane Location Protocol


8.4 ULP Message Definitions (Normative)

This section contains a normative description of the ULP messages. All messages defined in ULP contain a common part and a message specific part.

8.4.1 Common Part

The common part contains parameters that are present in all ULP messages. 

	Parameter
	Presence
	Description

	Message Length
	M
	The length of the entire ULP Message in octets.

Note: The first two octets of a PER encoded ULP message contains the length of the entire message. These octets are set to the Message Length when the PER encoding is complete and the entire message length is known.

	Version
	M
	Version of the ULP protocol, in the form major, minor, service indicator

	Session ID
	M
	The unique Session ID

	Message Payload
	M
	This parameter contains one of the  messages defined in ULP.

Defined messages are:

· SUPL INIT

· SUPL START

· SUPL RESPONSE

· SUPL POS INIT

· SUPL POS

· SUPL END 

· SUPL AUTH REQ

· SUPL AUTH RESP


Table 7- Common Part for all ULP Messages
8.4.2 Message Specific Part

The message specific part contains further parameters that are unique for each ULP message. The following sub-sections describe the message specific part of ULP messages.

8.4.2.1 SUPL INIT

SUPL INIT is the initial message from the SLP to the SET in Network initiated cases

	Parameter
	Presence
	Description

	Positioning Method
	M
	Defines the positioning technology desired by the SLP, which can be AGPS SET assisted, AGPS SET Based, Autonomous GPS, EOTD, OTDOA, AFLT or Enhanced Cell ID.

	Notification
	O
	The purpose of this field is to provide instructions to the SET with respect to LCS notification and privacy.

If this field is not set the SET SHALL interpret the request as type “No notification & no verification“.

	SLP Address
	CV
	This parameter contains an SLP address (SPC address for non-proxy mode).

For proxy mode this parameter is OPTIONAL.

For non-proxy mode this parameter is REQUIRED.

This address is used by the SET when establishing a secure IP  connection to the SLP or SPC

	QoP
	O
	Desired Quality of Position.

	SLP Mode
	M
	This parameter indicates if the SLP uses proxy or non-proxy mode. 

	MAC 
	O
	This parameter contains a Message Authentication Code (MAC), which MAY be used as integrity protection of the SUPL INIT message.

	Key Identity
	CV
	This parameter contains a key identity, which identifies the key to be used to verify the MAC. It is required when MAC is present.


Table 8- SUPL INIT Message
8.4.2.2 SUPL START

SUPL START is the initial message from the SET to the SLP.

	Parameter
	Presence
	Description

	SET capabilities
	M
	Defines the capabilities of the SET

	Location ID
	M
	Defines the cell information of the SET. 



	QoP
	O
	Desired Quality of Position

	Multiple Location IDs
	O
	If the SET has recently measured Location IDs stored (up to MaxLidSize), it may optionally send them as a set (array) including a timestamp for each Location ID measurement.


Table 9-SUPL START message
8.4.2.3 SUPL RESPONSE

SUPL RESPONSE is the response to a SUPL START message. 

	Parameter
	Presence
	Description

	Positioning Method
	M
	The positioning method that SHALL be used for the SUPL POS session.

	SLP Address
	CV
	This parameter is only required for non-proxy mode and contains an SPC address.

A SET uses this address to establish a data connection to the SPC.

	SET Auth key
	CV
	This parameter is only required for non-proxy mode and contains the authentication key that a SET SHALL use for SPC authentication. 

	Key Identity 4
	CV
	This parameter is only required for non-proxy mode and contains a key identity.


Table 10-SUPL RESPONSE message
8.4.2.4 SUPL POS INIT

SUPL POS INIT is the message following the SUPL INIT message in Network initiated cases or the SUPL RESPONSE message in SET initiated cases 

	Parameter
	Presence
	Description

	SET Capabilities
	M
	Defines the capabilities of the SET.

	Requested Assistance Data
	O
	Defines the requested GPS assistance data. 

The presence of this element indicates that the SET wants to obtain specific GPS assistance data from the SLP. The SET might use this element in any combination of A-GPS SET assisted / A-GPS SET based and Network initiated / SET initiated positioning.

The Requested Assistance Data parameter is not applicable to TIA-801 [TIA-801].

	Location ID
	M
	Defines the cell information of the SET.

	Position
	O
	Defines the position of the SET.

	SUPLPOS
	O
	Contains the SUPLPOS message.

Note: is only used if positioning protocol allows SET to send first message

	Ver
	CV
	This parameter contains a hash of the SUPL INIT message. In Network initiated proxy mode a SET SHALL calculate a hash of a received SUPL INIT and include the result of the hash in this parameter. 

	Multiple Location IDs
	O
	If the SET has recently measured Location IDs stored (up to MaxLidSize), it may optionally send them as a set (array) including a timestamp for each Location ID measurement.


Table 11-SUPL POS INIT message

8.4.2.5 SUPL POS

SUPL POS is the message that wraps the underlying TIA-801, RRLP or RRC element.

	Parameter
	Presence
	Description

	Positioning Payload
	M
	The underlying TIA-801, RRLP or RRC element.

	Velocity
	O
	Velocity of the SET, needed to overcome the lack of this information in RRLP and RRC. Defined in [3GPP GAD]


Table 12-SUPL POS message
8.4.2.6 SUPL END

SUPL END is the message that ends the SUPL procedure, normally or abnormally. 

	Parameter
	Presence
	Description

	Position
	O
	Defines the position result of the SET.

	Status Code
	O
	Defines the Status of the message as either an error indication or an information indication.

Error indications have values between 0 and 99, information indications have values between 100 and 199.

	Ver
	CV
	This parameter contains a hash of the SUPL INIT message and is calculated by the SET. This parameter MUST be present in situations where the SUPL END message is sent as a direct response to SUPL INIT (both proxy and non-proxy mode).


Table 13-SUPL END message
8.4.2.7 SUPL AUTH REQ

SUPL AUTH REQ message is used in Network initiated cases (non-proxy mode). The message is sent from the SET to the Home SLP. The purpose of the message is to transfer key information to the Home SLC. 

	Parameter
	Presence
	Description

	SET Nonce
	M
	This parameter is used by SLC to derive keys.

	Key Identity 2
	M
	This parameter contains a key identity.


Table 14-SUPL AUTH REQ message
8.4.2.8 SUPL AUTH RESP

SUPL AUTH RESP message is used in Network initiated cases (non-proxy mode). The message is sent from the Home SLC to the SET. The purpose of the message is to inform the SET that it is allowed to continue with the SUPL procedure. 

This message may also be tunneled to a V-SLC in an RLP message and SHALL then include the authentication key and key identity to be used by the V-SPC.   

	Parameter
	Presence
	Description

	SPC Auth key
	O
	This parameter defines the authentication key that a SET SHALL use for SPC authentication. 

	Key Identity 3
	CV
	This parameter contains a key identity. It is required if SPC Auth Key is present.

	Status Code
	O
	Defines the Status of the message as either an error indication or an information indication. 

Error indications have values between 0 and 99, information indications have values between 100 and 199.

SUPL AUTH RESP uses the Status Code parameter to indicate authentication failure (authNetFailure). If the SLC sends authNetFailure back to the SET, the session is considered closed and will be terminated by both sides. 


Table 15-SUPL AUTH RESPONSE message
8.5 Parameter Definitions (Normative)

At this point it would be advisable to define some of the most important parameters  that appear in the ULP messages and play an essential role in the implementation of the protocol that follows.

8.5.1 NMR

	Parameter
	Presence
	Values/description

	NMR
	-
	Describes Contents of the Current Network Measurement Reports. Contains 1 to 15 NMR elements

	> NMR element
	
	The following fields shall be repeated for each channel for which measurements are available.  The measurements shall be ordered by decreasing channel numbers.

	>> ARFCN
	M
	ARFCN of the channel. This is an integer (0..1023)

	>> BSIC
	M
	BSIC of the channel.  This is an integer (0..63)

	>> RxLEV
	M
	Measured power of the channel.  Integer (0..63).  The actual measured power X in dBm is derived from this value N by using the formula

X = N-110.


Table 16-NMR parameter 

8.5.2 Positioning Payload

	Parameter
	Presence
	Values/description

	Positioning payload
	-
	Describes the positioning payload for TIA-801 [TIA-801], RRLP [3GPP RRLP]  and RRC [3GPP RRC].

The restrictions of maximum PDU size as specified in Section 2.1 of [3GPP RRLP] (242 octets) does not apply. If the size of "rrlpPayload" exceeds 65535 bits, pseudo segmentation according to [3GPP RRLP] SHALL be used.


Table 17-Positioning Payload Parameter

8.5.3 SLP Address

	Parameter
	Presence
	Values/description

	SLP address
	-
	The SLP address (SLC or SPC address for non-proxy mode) can be of type

· IPAddress

· IPv4

· IPv6

·  FQDN.


Table 18-SLP Address Parameter

8.5.4 Version

	Parameter
	Presence
	Values/description

	Version
	-
	Describes the protocol version of ULP

When a SUPL message is received, the receiving entity SHALL determine if the major version part specified in the message is supported by the receiving entity. If the major version part is supported the message SHALL be processed by the receiving entity. If the major version part is not supported the exception procedure for SUPL protocol error SHALL be performed.

If the minor version part or service indicator part is not supported by the receiving entity the exception procedure for SUPL protocol error SHALL NOT be performed.

	>Maj
	M
	major version, range: (0..255), MUST be 1 for the version described in this document

	>Min
	M
	minor version, range: (0..255), MUST be 0 for the version described in this document.

	>Serv_ind
	M
	service indicator, range: (0..255), MUST be 0 for the version described in this document.


Table 19- Version Parameter
8.5.5 Status Code

	Parameter
	Presence
	Values/description

	Status Code
	-
	The different status codes, either error or information indicators, as described in the table below


Table 20-Status Code Parameter

	Status Code
	Description

	Error Indicator
	Indicates Errors

	unspecified             
	The error is unknown

	systemFailure               
	System Failure

	protocolError               
	Protocol parsing error

	dataMissing                 
	Needed data value is missing

	unexpectedDataValue         
	A data value takes a value that cannot be used

	posMethodFailure       
	The underlying positioning method returned a failure

	posMethodMismatch
	No positioning method could be found matching requested QoP, SET capabilities and positioning method specified by SLP

	posProtocolMismatch
	No positioning protocol could be found being available at SET and SLP

	targetSETnotReachable       
	The SET was not responding

	versionNotSupported 
	Wrong ULP version

	resourceShortage   
	There were not enough resources available to serve the SET

	invalidSessionId
	Invalid session identity 

	unexpectedMessage
	Unexpected message received

	nonProxyModeNotSupported
	The SET does not support “Non-Proxy” mode of operation.

	proxyModeNotSupported
	The SET does not support “Proxy” mode of operation.

	positioningNotPermitted
	The SET is not authorized by the SLP to obtain a position or assistance data.

	authNetFailure
	The network does not authenticate the SET. Only used in SUPL AUTH_RESP

	authSuplinitFailure
	The SUPL INIT message is not authenticated by the SET or the SLP

	Information Indicator
	Indicates Information

	consentDeniedByUser
	User denied consent for location determination session.

	consentGrantedByUser
	User granted consent for location determination session.


Table 21-Status Codes

8.5.5.1.1 Position

	Parameter
	Presence
	Values/description

	Position
	-
	This parameter describes the position of the SET. The parameter also contains a timestamp and optionally the velocity. 

	>Timestamp
	M
	Time when position fix was calculated.

	>Position Estimate
	M
	

	>>Sign of latitude
	M
	Indicates North or South.

	>>Latitude
	M
	Integer (0..223-1). 

The latitude encoded value (N) is derived from the actual latitude X in degrees (0°..90°) by this formula:

N ( 223 X /90 < N+1

	>>Longitude
	M
	Integer (-223.. 223-1).

The longitude encoded value (N) is derived from the actual longitude X in degrees (-180°..+180°) by this formula:

N ( 224 X /360 < N+1

	>>Uncertainty ellipse (semi major, semi minor, major axis)
	O
	Contains the latitude/longitude uncertainty code associated with the major axis, and the uncertainty code associated with the minor axis and the orientation, in degrees, of the major axis with respect to the North. For the correspondence between the latitude/longitude uncertainty code and meters refer to [3GPP GAD] for details.

	>>Confidence
	O
	Represents the confidence by which the position of a target entity is known to be within the shape description (i.e., uncertainty ellipse for 2D‑description, uncertainty ellipsoid for 3D‑description) and is expressed as a percentage.

This is an integer (0..100).

	>>Altitude information
	O
	Shall be present for a 3D position information; it shall remain absent for 2D position information.

	>>>Altitude direction
	M
	Indicates height (above the WGS84 ellipsoid) or depth (below the WGS84 ellipsoid).

	>>>Altitude
	M
	Provides altitude information in meters. 

Integer (0..215-1). Refer to [3GPP GAD] for details

	>>>Altitude uncertainty
	M
	Contains the altitude uncertainty code. Refer to [3GPP GAD] for details 

	>Velocity 
	O
	Speed and bearing values as defined by the Velocity type and as defined in [3GPP GAD]


Table 22-Position Parameter
8.5.6 Positioning Method

	Parameter
	Presence
	Values/description

	Positioning Method
	-
	Describes the positioning method:

· A-GPS SET assisted only

· A-GPS SET based only

· A-GPS SET assisted preferred (A-GPS SET based is the fallback mode)

· A-GPS SET based preferred (A-GPS SET assisted is the fallback mode)

· Autonomous GPS

· AFLT

· Enhanced Cell/sector (Note: Cell-ID is considered as a subset positioning method of Enhanced Cell/sector. When a SET receives the eCID indicator the SET SHALL respond with the mandatory location identifier (lid) elements and the optional location identifier (lid) elements if these optional elements are supported by the SET. If these elements are sent by the SET the SLP MAY choose to utilise or ignore the elements in the position calculation.)

· EOTD

· OTDOA

· No position

During a particular Network Initiated SUPL session, if a particular Positioning Method has been desired by an SLP, and if the following SUPL POS INIT message shows support of that same Positioning Method, then this Method SHALL be used for that session. If the Positioning Method desired by the SLP is not supported by the SET (as indicated in SUPL POS INIT) then another mutually acceptable Positioning Method may be used by the SLP in the positioning session. Otherwise the SLP will respond to the SUPL POS INIT message with a SUPL END message with the status code posMethodMismatch and terminate the session.

During a particular SET Initiated SUPL session, the Positioning Method parameter is used by the SLP to indicate the Positioning Method that SHALL be used for that session. 

The positioning method “no position” is used when no SUPL POS session is to be conducted and the SUPL INIT message was sent for notification and verification purposes only. The SET will then respond with a SUPL END message including the appropriate status code (“consentDeniedByUser” or “consentGrantedByUser”). In case no verification was required (“notification only”), the SET will respond with a SUPL END message containing no status code..


Table 23-Positioning Method

8.5.7 SET Capabilities

	Parameter
	Presence
	Values/description

	SET capabilities
	-
	SET capabilities (not mutually exclusive) in terms of supported positioning technologies and positioning protocols.

During a particular SUPL session, a SET may send its capabilities more than once – specifically, in SET initiated cases, the SET capabilities are sent in SUPL START and in SUPL POS INIT. In such cases, the SET capabilities MUST NOT change during this particular session.

	>Pos Technology
	M
	Defines the positioning technology. 

Zero or more of the following positioning technologies (bitmap):

· SET-assisted A-GPS

· SET-based A-GPS

· Autonomous GPS

· AFLT

· E-CID

· E-OTD

· OTDOA



	>Pref Method
	M
	One of the following preferred modes:

· A-GPS SET-assisted preferred

· A-GPS SET-based preferred

· No preferred mode



	>Pos Protocol
	M
	Zero or more of the following positioning protocols (bitmap):

· RRLP

· RRC

· TIA-801


Table 24-SET capabilities

8.5.8 Location ID

	Parameter
	Presence
	Values/description

	Location ID
	-
	Describes the globally unique cell identification of the most current serving cell.

	>Cell Info
	M
	The following cell IDs are supported:

· GSM Cell Info

· WCDMA Cell Info 

· CDMA Cell Info

	>Status
	M
	Describes whether or not the cell info is:

· Not Current, last known cell info

· Current, the present cell info

· Unknown (i.e. not known whether the cell id is current or not current)

Note: The Status parameter does NOT apply to WCDMA optional parameters (Frequency Info, Primary Scrambling Code and Measured Results List).  Frequency Info,  Primary Scrambling Code and Measured Results List, if present, are always considered to be correct for the current cell.


Table 25-Location ID parameter

8.5.9 GSM Cell Info

The gsmCell parameter defines the parameter of a GSM radio cell.

	Parameter
	Presence
	Values/description

	Gsm Cell Info
	-
	GSM Cell ID

	>MCC
	M
	Mobile Country Code, range: (0..999)

	>MNC
	M
	Mobile Network Code, range: (0..999)

	>LAC
	M
	Location Area Code, range: (0..65535)

	>CI
	M
	Cell Identity, range: (0..65535)

	>NMR
	O
	Network Measurement Report – can be present for 1 to 15 cells.

	>>ARFCN
	M
	ARFCN, range: (0..1023)

	>>BSIC
	M
	BSIC, range: (0..63)

	>>RXLev
	M
	RXLEV, range: (0..63)

	>TA
	O
	Timing Advance, range: (0..255)


Table 26-GSM Cell Info Parameter

8.5.10 WCDMA Cell Info

The wcdmaCell parameter defines the parameter of a WCDMA radio cell.

	Parameter
	Presence
	Values/description

	Wcdma Cell Info
	-
	WCDMA Cell ID

	>MCC
	M
	Mobile Country Code, range: (0..999)

	>MNC
	M
	Mobile Network Code, range: (0..999)

	>UC-ID
	M
	Cell Identity, range: (0..268435455). UC-ID is composed of RNC-ID and C-ID.

	>Frequency Info
	O
	Frequency info can be:

fdd:

uarfcn-UL, range: (0..16383)

uarfcn-DL, range: (0..16383)

In case of fdd, uarfcn-UL is optional while uarfcn-DL is mandatory. If uarfcn-UL is not present, the default duplex distance defined for the operating frequency band shall be used [3GPP RRC].
tdd

uarfcn-Nt, range: (0..16383)

Note: Frequency Info and Primary Scrambling Code are always those of the current cell. 

	>Primary Scrambling Code
	O
	Primary Scrambling Code, range: (0..511)

Note: Frequency Info and Primary Scrambling Code are always those of the current cell. 

	>Measured Results List
	O
	Network Measurement Report for WCDMA comprising both intra- and/or inter-frequency cell measurements (as per 3GPP TS 25.331). 


Table 27-WCDMA Cell Info Parameter

8.5.11 CDMA Cell Info

The CDMA Cell parameter defines the parameter of a CDMA radio cell.

	Parameter
	Presence
	Values/description

	Cdma Cell Info
	-
	CDMA Cell ID

	>NID
	M
	Network ID, range: (0..65535)

	>SID
	M
	System ID, range: (0..32767)

	>BASEID
	M
	Base Station ID, range: (0..65535)

	>BASELAT
	M
	Base Station Latitude, range: (0..4194303)

	>BASELONG
	M
	Base Station Longitude, range: (0..8388607)

	>REFPN
	M
	Base Station PN Number, range: (0..511)

	>WeekNumber
	M
	GPS Week number, range: (0..65535)

	>Seconds
	M
	GPS Seconds, range: (0..4194303)


Table 28-CDMA Cell Info Parameter

8.5.12 SLP Mode

	Parameter
	Presence
	Values/description

	SLP Mode
	-
	Describes the mode that the SLP (SPC for non-proxy mode) uses. 

This parameter can be of type
· Proxy mode

· Non-proxy mode


Table 29-SLP Mode Parameter
8.5.13 Multiple Location IDs

	Parameter
	Presence
	Values/description

	Location ID
	M
	Describes recently measured globally unique cell identification of the serving cell.

	Relative Timestamp
	M
	Time stamp of recently measured location Id relative to “current location id” in units of 0.01 sec. Range from 0 to 65535*0.01 sec. Time stamp for current Location Id is 0.  When Location  ID and Multiple Location IDs are both included in a SUPL message, Location ID shall carry current information (implicit timestamp of 0) while Multiple Location IDs may carry previous information.


Table 30-Multiple Location Ids Parameter

At this point we should mention particularly the contribution made by Vodafone  in the SUPL START and the SUP POS INIT messages with the addition of the MultipleLocationIds parameter. In SUPL 2.0, where this contribution will be implemented, the SET will optionally be allowed to send multiple locationIds in SUPL POS INIT and/or SUPL START. LocationIds sent by the SET always consist of the mandatory locationId parameter (the “current” locationId) plus – optionally - one or more (up to MaxLidSize) recently recorded and stored locationIds.

The purpose of this proposal is to take advantage of performance enhancements achieved by using multiple locationIds (“multiple measurements”).[39]

9 SUPL roadmap

9.1 SUPL v1.0

If we take into consideration that SUPL’s first candidate version was put out on 19th June 2005, it is logical that up to now there have not been very significant changes in version 1.

9.2 SUPL v2.0

SUPL v2.0 standardisation is currently underway. The specification is scheduled to be released on March 2007. Release goals include (may be subject to changes):

· SLC to SPC interface,

· Transport layer agnostic (will work on GSM, CDMA, WLAN, TCP/IP, SMS…),

· Positioning WLAN SETs,

· Event/location-triggered location request (LR),

· Periodical LR,

· Prioritization of LRs/support for emergency LR,

· Conveying SET position to a third party,

· SET positioning initiated by another SET,

· Resolve conformance issues with existing 3GPP2, 3GPP and IEEE standards,

· Position-dependent privacy settings.

SUPL v2.0 standardization is currently in a very active phase.

10 Flows

10.1 Network –Initiated Positioning

10.1.1 Non-roaming case

SUPL Agent issues an MLP SLIR  message to the H-SLC, with which SUP Agent is associated. The H-SLP  uses either WAP Push or SMS to inform SET that it needs to initialize a connection. The SET uses the address provisioned by the Home Network to establish a secure IP  connection to the SET. The SET then checks the proxy/non proxy mode indicator to determine if the H-SLP proxy or non-proxy mode and establishes a secure IP connection to the SLP/SPC (for non-proxy mode)then initialize a secure TCP/IP connection. In the transferred messages the SET and the SLP will exchange information to:

· Determine SET capabilities, such as supported positioning methods and protocols,

· If necessary, provide SET with A-GPS  assistance data,

· If necessary, provide SLC/SPC with measurements used in positioning (e.g signal levels

Using this information, the SPC calculates the position estimate based on the received positioning measurements  (SET-Assisted) or the SET calculates the position estimate based on assistance obtained the SLP/SPC for non-proxy mode(SET-based). If the Quality of Position (QoP) is not met, a more accurate positioning will be performed by SPC. Finally the SLC sends the position estimate back to the SUPL Agent by means of the MLP SLIA message and SLC can release all resources related to this session. 

In the following figures, the message flows that take place are shown both for proxy and non-proxy mode. According to the specifications of the ULP , the procedure of authentication takes place in the network-initiated case non-proxy mode.
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Figure 13-Network0Initiated case-Proxy Mode

[image: image16.png]SOPL
e sic | HsLe sec Target SET

MLP SUR (n sid, clisptid, 290p)

SET Loskup, Routing info

Internal Iniialization

SUPLINIT (session-id, P address, posmethod, SLP mode, maf, fey-i

l Data Cannection
Setup

SUPL AUTH REQ (sesqofiid, setnance, key-id 2)

s12 uTs
SUPL AUTH RESP (sedtibnic)
TFternal Communication

UPLPOS INIT (session-id, I, SET cfpabiities)

rternal Communication
L i ur2

SUPL POS (sessiond, RRLPRRC
ITia-s01)

SUPL END (session-d) uts

Internal Communication

MLP SLIA (posresu)





Figure 14-Network-initiated case-Non-Proxy mode

10.1.2 Mobile in roaming 

If the mobile is roaming, the SLC receiving MLP location request (R-SLC) will forward it to SET’s home SLC (H-SLC). The method that R-SLC uses to determine H-SLC for a mobile is outside SUPL scope. For this exchange, RLP is used directly. The H-SLC can then determine SET’s position directly, or if it could not meet the requested QoP, it can forward the request to SLC that SET is currently visiting (V-SLC), which will then perform the mobile positioning.

The position will then be returned via RLP to R-SLC, which will then send the answer to MLS client using MLP. 

10.2 SET-Initiated Positioning
Initiated Services, the SUPL Agent resides within the SET and MLP is not involved, since the SUPL Agent receives a request for a position from an application running on the SET . In this case the first message to be exchanged is the SUPL START message that includes the positioning method(s) supported by the SET. Otherwise the protocol is very similar to network initiated positioning. The transport protocol (TCP/IP) connection is assumed to be established.

In the following figures, the message flows that take place are shown both for proxy and non-proxy mode.[39]
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Figure 15-SET-Initiated case-Proxy Mode
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Figure 16-SET Initiated case-Non-proxy mode

10.3 Exception Procedures 

10.3.1  Set does not allow positioning

When the SET receives a SUPL INIT message asking for notification or verification to the target subscriber, the SET starts the related procedure. The SET evaluates the notification rules and alerts the subscriber of the position request. In this case the user rejects the location request, either by explicit action or implicitly by not responding to the notification, and the SET returns to the H-SLP the SUPL END message containing the session-id and the status code indicating the error reason (“consentDeniedByUser”).

The H-SLP sends the position response, containing the ms-id, client-id, and the appropriate error-code back to the SUPL Agent by means of the MLP SLIA message.
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Figure 17-SET does not allow positioning
10.3.2  Authorization Failure at H-SLP
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Figure 18- Authorization Failure at H-SLP

Initially, the H-SLP Agent shall authenticate the SUPL Agent and check if the SUPL Agent is authorizad for the service it requests. When authorization failure occurs at the H-SLP., this may be due to i) the SUPL Agent is not registered at the H-SLP for location requests, or ii)  the H-SLP determines that the location request should be barred upon performing privacy check.

10.3.3 Authorization Procedure at V-SLP
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Figure 19-Authorization Procedure at V-SLP

Authorization failure occurs at the V-SLP.  The V-SLP will send RLP SRLIA or RLP SSRLIA with result code “UNAUTHORIZED APPLICATION” to the H-SLP. This may be due to the fact that there is no roaming agreement between SUPL providers of V-SLP and H-SLP and the V-SLP sends an authorization failure to H-SLP.

10.3.4 SUPL Protocol Error

When during a SUPL session either the SLP or the SET receives a message, which cannot be processed by the receiving entity due to SUPL protocol error, the receiving entity shall send a SUPL END message to the sending entity including a status code indicating protocol error.

Possible protocol error cases can be

· mandatory and/or conditional parameter is missing

· wrong parameter value

· unexpected message

· invalid session-id : A session-id is invalid if:

· It does not correspond to an open session 

· In case of the SUPL INIT message, the session-id is missing SLP Session ID or contains SET Session ID.

· In case of the SUPL START message, the session-id is missing SET Session ID or contains SLP Session ID.

· positioning protocol mismatch
The described processing for protocol error does only apply to messages on the SUPL level. Exceptions, which occur during application of the specific positioning protocols (e.g., RRLP, RRC, TIA-801) shall be handled by means of the exception procedure specific for this positioning protocol along with the related messages.
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Figure 20-SUPL Protocol Error

10.3.5  SET Authorization Failure 

[image: image23.png]SUPL
Agert

H-SLP

SUPL START (sessionid, lidl SET capabilitieg

SUPLAgert/
Terget SET

Data
Comection
Setup

SET Authorization Failure

SUPL END(sessionic status code="positioningN otPermitted )





Figure 21-SET Authorization Failure

In SET-initiated cases, the SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP.
Authorization of the SET-initiated positioning request fails at the H-SLP  when for example, the SET User has not subscribed to SET-initiated location services.

The H-SLP returns to the SET a SUPL END message containing the session-id and the status code indicating the error reason (“positioning not permitted”).  Afterwards the SET releases the secure IP connection and all resources related to this session at the Lup interface. [39],[40]

11 Market Prospective and Trends

SUPL v1.0 specification has reached OMA Candidate Enabler status on July 19th 2005 and SUPL v2.0 standardisation is currently underway. Although SUPL has not been officially launched in the mobile market, a number of companies, leaders in the digital and mobile market worldwide, have performed interoperability tests (IOT) and trial commercial deployment. Among the great firms exploiting the potential of SUPL there are NEC, QUALLCOM, VODAFONE JAPAN, WIND and others. 

NEC proactively participates in the standardizing activity from its beginning, and NEC Location Information Platform, which already supports a preliminary version of the SUPL, enables smooth migration to SUPL based platform when it is defined. In April 2005 QUALCOMM Incorporated, pioneer and world leader of Code Division Multiple Access (CDMA) digital wireless technology, and NEC Corporation  announced the successful completion of assisted-GPS (A-GPS) interoperability testing in Japan on a commercial 3G WCDMA network. Testing included protocol and network connectivity testing with basic A-GPS operations using a preliminary version of the Secure User Plane for Location (SUPL) interface.

QUALCOMM and NEC were supporting a preliminary version of the SUPL (“Pre-SUPL”) protocol to meet the rapidly accelerating demand for high-accuracy location-based services in Europe, North and South America and Asia, including Japan. IOT was conducted using QUALCOMM's TM6250™ test mobile and NEC's location-information system to confirm the accuracy, protocol and end-to-end interoperability of  Pre-SUPL. The TM6250 test mobile is powered by QUALCOMM's MSM6250™ chipset, which contains a fully-integrated, industry-leading QUALCOMM technology platform, gpsOne®, and provides a cost-effective way to perform high-accuracy location-based services. The Pre-SUPL support in the MSM6250 chipset enabled operators to begin commercial trials, application testing and network preparation in anticipation of the final-released OMA SUPL specification. To address operator demands, Pre-SUPL support was planned for commercial deployment during 2005.

SUPL support is expected to become a component of QUALCOMM's gpsOne-enabled chipset roadmap and NEC's location-information system. The gpsOne solution with Pre-SUPL support was at that time a standard feature of QUALCOMM's MSM6250 chipset and software releases.[41]

In October 2005, NEC Corporation announced that it will start delivery of its recently launched new Assisted Global Positioning System (A-GPS) solution that boasts global roaming capability and it is compliant with  the first  version of the Secure User Plane for Location (SUPL). NEC's new system realized the world's first commercial deployment of an OMA SUPL-based system, and has been already drawing significant attention in Europe and other continents worldwide. Vodafone K.K. in Japan was the first user of NEC's premium A-GPS solution, which complied with an early version of SUPL, and employed it as the core system of their newly launched GPS navigation service, "Vodafone live! NAVI, an advanced navigation service with a network-assisted GPS system, which can be used worldwide for a variety of applications such as mapping and routing, as well as town information and tourist guidance provision.[42]

In February 2006, QUALCOMM Incorporated announced that it has streamlined the deployment process for providing location services on WCDMA (UMTS)/HSDPA/GSM/GPRS/EDGE networks around the world. Open Mobile Alliance (OMA) Secure User Plane for Location (SUPL) 1.0 software was since then offered broadly across QUALCOMM's WCDMA (UMTS) portfolio of Mobile Station Modem™ (MSM™) chipsets as part of the gpsOne® solution, offering a consistent platform for the rollout of Assisted-GPS (A-GPS) technology and the location services it enables. The reasons that led to this implementation have to do with the fact that support for the OMA SUPL 1.0 protocol, accepted industry-wide, delivers significant cost-efficiency benefits for network operators deploying location services and offers wireless users a seamless experience when roaming onto other WCDMA (UMTS)/HSDPA and GSM/GPRS/EDGE networks.

QUALCOMM is already shipping select MSM chipsets from its WCDMA (UMTS) portfolio with the OMA SUPL 1.0 capability, enabling handset manufacturers designing mobile handsets based on these gpsOne-enabled chipsets to offer SUPL 1.0 support to network operators. [43]

At the same time at the 3GSM(TM) World Congress 2006 in Barcelona NEC Corporation announced that it has been collaborating on joint field trials for SUPL-based Assisted GPS location services with WIND, Italy’s leading mobile operator.[44]

Following two trials in May and September last year, the companies announced the successful attainment of the high levels of performance and accuracy, required to offer the next generation of location based services. WIND successfully tested the accuracy and performance of the NEC solution at 15 locations around Italy with varying environmental conditions and topographies, both inside and outside, using A-GPS enables mobile phones.

Recently NOKIA has launched the Advanced LBS Hosting Service that allows a full end-to-end solution to be hosted, complete with revenue generating applications. The Nokia LBS Hosting Service is built on Nokia’s technological expertise, service delivery capability and asset management know-how, with an advanced feature set that is based on User Plane (SUPL) Location. With Nokia Hosting, operators can introduce a reliable LBS service more quickly, and with a much lower investment. This means that the operator will reduce time to market and achieve the break-even point much sooner. With Nokia managing the LBS solution, the operator’s in-house resources are freed up to focus on core activities. The Nokia LBS Hosting Service encompasses a hosted enabler platform as well as supporting services such as system integration and consulting. In addition, arrangements can be made for simultaneous launch of the service with one or many Nokia LBS-enabled mobile phone models. These services can be mixed and matched to provide either Launch Hosting or Volume Hosting for all operators in all segments. The scope of hosting can range from a full hosting service down to a fixed period commercial trial. [45]

12 Implementation

12.1 Introduction

In order to verify the legitimacy of the aforementioned writings, we carried out an implementation of the SUPL architecture and the ULP messages in a simplified project that led to the extraction of conclusions over the pros and cons of such a solution, the consideration of potential problems that may emerge and the possible room for improvement in alternative implementations that will follow. 

12.2 Tools

The tools we used in order to accomplish the implementation was Visual Basic 6.0 and Extensible Mark-up Language (XML)

12.2.1 Visual Basic 6.0 

Visual Basic is an object-oriented programming language and environment created by Microsoft for the Windows operating system. A version of BASIC, Visual Basic is used to build graphical client application interfaces such as buttons and windows. [er /www.devarticles.com/c/b/Visual-Basic/]Visual Basic 6.0 is part of  Visual Studio 6.0 that includes also Visual C++ 6.0, Visual FoxPro 6.0 and Visual InterDev 6.0. Microsoft Visual Studio is an advanced integrated development environment by Microsoft. It lets programmers create programs, web sites, web applications, and web services that run on Microsoft Windows, PocketPC, Smartphones, and the World Wide Web. Visual Studio 6.0 was released in 1998. The version numbers of all of its constituent parts also moved to 6.0. This version was the basis of Microsoft's development system for the next four years, as Microsoft transitioned their development focus to the .NET Framework.

Visual Studio 6.0 was the last version to include Visual Basic as most VB programmers knew it; subsequent versions would include a quite different version of VB based on .NET. It was also the last version to include Visual J++, which included deeper ties to Windows and proprietary extensions to the Java language that were incompatible with Sun's version.

Nowadays VB has been evolutioned to Visual Basic .NET. The older version of VB was derived heavily from BASIC and enables rapid application development (RAD) of graphical user interface (GUI) applications, access to databases using DAO, RDO, or ADO, and creation of ActiveX controls and objects.

A programmer can put together an application using the components provided with Visual Basic itself. Programs written in Visual Basic can also use the Windows API, but doing so requires external function declarations. Like all other Turing complete programming languages, it can be used to create arbitrarily complex applications.

In business programming, Visual Basic has one of the largest user bases. According to some sources, as of 2003, 52 percent of software developers used Visual Basic, making it the most popular programming language at that time

Furthermore we state some Visual Basic general features that led us to the adoption of it.

· The structure of the Basic programming language is very simple, particularly as to the executable code.

· VB is not only a language but primarily an integrated, interactive development environment ("IDE").

· The VB-IDE has been highly optimized to support rapid application development ("RAD"). It is particularly easy to develop graphical user interfaces and to connect them to handler functions provided by the application.

· The graphical user interface of the VB-IDE provides intuitively appealing views for the management of the program structure in the large and the various types of entities (classes, modules, procedures, forms, ...).

· VB provides a comprehensive interactive and context-sensitive online help system.

· When editing program texts the "IntelliSense" technology informs you in a little popup window about the types of constructs that may be entered at the current cursor location.

· VB is a component integration language which is attuned to Microsoft's Component Object Model ("COM").

· COM components can be written in different languages and then inegrated using VB.

· Interfaces of COM components can be easily called remotely via Distributed COM ("DCOM"), which makes it easy to construct distributed applications.

· COM components can be embedded in / linked to your application's user interface and also in/to stored documents (Object Linking and Embedding "OLE", "Compound Documents").

· There is a wealth of readily available COM components for many different purposes.

12.2.2 XML (Extensible Markup Language)

The Extensible Markup Language (XML) is a subset of. Its goal is to enable generic SGML to be served, received, and processed on the Web in the way that is now possible with HTML. XML has been designed for ease of implementation and for interoperability with both SGML and HTML. XML  describes a class of data objects called XML documents and partially describes the behaviour of computer programs which process them. XML is an application profile or restricted form of SGML, the Standard Generalized Markup Language. By construction, XML documents are conforming SGML documents.

XML documents are made up of storage units called entities, which contain either parsed or unparsed data. Parsed data is made up of characters, some of which form character data, and some of which form markup. Markup encodes a description of the document's storage layout and logical structure. XML provides a mechanism to impose constraints on the storage layout and logical structure. XML was developed by an XML Working Group (originally known as the SGML Editorial Review Board) formed under the auspices of the World Wide Web Consortium (W3C) in 1996. It was chaired by Jon Bosak of Sun Microsystems with the active participation of an XML Special Interest Group (previously known as the SGML Working Group) also organized by the W3C. The membership of the XML Working Group is given in an appendix. Dan Connolly served as the Working Group's contact with the W3C.

Some general features of XML are the followings:

· XML is straightforwardly usable over the Internet.

· XML supports a wide variety of applications.

· XML is compatible with SGML.

· It is easy to write programs which process XML documents.

· The number of optional features in XML is to be kept to the absolute minimum, ideally zero.

· XML documents should be human-legible and reasonably clear.

· The XML design should be prepared quickly.

· The design of XML shall be formal and concise.

· XML documents shall be easy to create.

· Terseness in XML markup is of minimal importance.

12.3 Writing the code 

Firstly, we open Microsoft Visual Studio 6.0 and the following figure is shown.
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Figure 22-Create an New Project

We choose to create an new Standard exe file. Immediately the new project opens as shown below.
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Figure 23-Open the new project
However because of the nature of the task that requires socket programming and additional functions that are related to client-server connectivity we have to go to project(Components and add Microsoft Winsock Control 6.0.Furthermore, as we have decided that the ULP messages will be based on XML , it is necessary that we have the required functions for XML parsing and data mining. Therefore, we go to Projects(References and we add Microsoft XML v4.0 , after we have installed an XML parser  from Microsoft’s website: 

http://www.microsoft.com/downloads/details.aspx?familyid=993C0BCF-3BCF-4009-BE21-27E85E1857B1&displaylang=en
The aforementioned procedures are shown in the figures below.
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Figure 24-Add Winsock Control 6.0
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Figure 25-Add Microsoft XML

The client side code that stands for the SUPL Enabled Terminal (SET) is the following:

Private Sub cmbConnect_Click()

    Dim Port As Double

    Dim IP As String

    IP = Me.txbIP.Text

    If VBA.IsNumeric(Me.txbPort.Text) Then

        Port = Me.txbPort.Text

        If Port < 65356 And Port > 1024 Then

            If Me.wsConn.State <> sckClosed Then

                PM "The socket is in use."

                PM "Disconnecting socket."

                Me.wsConn.Close

                PM ("Connection in now closed.")

            End If

            PM ("Trying to establish a connection")

            PM "IP: " + Me.txbIP.Text

            PM "Port: " + Me.txbPort.Text

            Me.wsConn.Connect IP, Port

            PM ("Connection established.")

            PM ("We are now connected with " + CStr(IP) + " that uses port " + CStr(Me.wsConn.RemotePort))

            PM ("---------------------------------------")

        Else

            PM ("Invalid port number.")

            PM ("---------------------------------------")

        End If

    Else

        PM ("Not a numeric value in the port text field.")

        PM ("---------------------------------------")

    End If

End Sub

Private Sub cmbSendData_Click()

    If Me.wsConn.State <> 7 Then

        PM ("Current connection state does not allow data transmision.")

        PM ("---------------------------------------")

    Else

        Me.wsConn.SendData Me.txbSendData.Text

    End If

End Sub

Private Sub Form_Load()

    Me.txbIP.Text = Me.wsConn.LocalIP

    Me.txbPort.Text = "59910"

End Sub

Private Sub wsConn_DataArrival(ByVal bytesTotal As Long)

    Dim Packet As String

    PM "Arivved a total of " + CStr(bytesTotal) + "bytes."

    PM "Getting data..."

    Me.wsConn.GetData Packet

    PM "Done."

    PM ("---------------------------------------")

    Me.txbReceiveData.Text = Packet

End Sub

Private Sub wsConn_Error(ByVal Number As Integer, Description As String, ByVal Scode As Long, ByVal Source As String, ByVal HelpFile As String, ByVal HelpContext As Long, CancelDisplay As Boolean)

    PM "Error in the connection:"

    PM Description

    Me.wsConn.Close

    PM ("Connection is now closed.")

    PM ("---------------------------------------")

End Sub

Private Sub PM(ByVal Message As String)

    Me.txbStatus.Text = Me.txbStatus.Text + vbCrLf + CStr(Me.wsConn.State) + ": " + Message

End Sub

Private Sub wsConn_SendComplete()

    PM "Send is now completed."

    PM ("---------------------------------------")

End Sub

The server-side code that performs the task of SUP Server is shown below.

Dim cstrAttr As Collection

Dim domSUPL As MSXML2.DOMDocument

Dim strDBLocation As String

Private Sub cmbCloseConn_Click()

    PM ("Terminating any on going connection...")

    Me.wsConn.Close

    PM "Done."

    PM "Listening again..."

    Me.wsConn.Listen

    PM "Done."

    PM "Waiting for connections...."

    PM ("---------------------------------------")

End Sub

Private Sub cmbListen_Click()

    Dim Port As Double

    If VBA.IsNumeric(Me.txbPort.Text) Then

        Port = Me.txbPort.Text

        If Port < 65356 And Port > 1024 Then

            If Me.wsConn.State = sckListening Then

                PM ("Port in use. Shutting it down...")

                Me.wsConn.Close

                PM ("Port is closed.")

            End If

            PM ("Binding port " + Me.txbPort.Text)

            Me.wsConn.Bind Port

            PM ("Done.")

            PM ("Starting to listen.")

            Me.wsConn.Listen

            PM ("Done.")

            PM ("Waiting for connections.")

            PM ("---------------------------------------")

        Else

            PM ("Invalid port number.")

            PM ("---------------------------------------")

        End If

    Else

        PM ("Not a numeric value in the port text field.")

        PM ("---------------------------------------")

    End If

End Sub

Private Sub cmbParsedomSUPL_Click()

    If Check_XML(Me.txbReceiveData.Text) <> True Then

        Exit Sub

    End If

    PM "Searching for nodes..."

    Find_Nodes

End Sub

Private Sub cmbParseSUPL_Click()

If Check_XML(Me.txbReceiveData.Text) <> True Then

        Exit Sub

    End If

    PM "Searching for nodes..."

    Find_Nodes

End Sub

Private Sub cmbSendData_Click()

    If Me.wsConn.State <> 7 Then

        PM ("Current connection state does not allow data transmision.")

        PM ("---------------------------------------")

    Else

        Me.wsConn.SendData Me.txbSendData.Text

    End If

End Sub

Private Sub cmbStoreInDB_Click()

'to be completed

End Sub

Private Sub Form_Load()

    Set cstrAttr = New Collection

    With cstrAttr

        .Add ("Timestamp")

        .Add ("Latitude")

        .Add ("Longitude")

        .Add ("Altitude")

    End With

    strDBLocation = "C:\SUPL.mdb"

    Me.txbPort.Text = 59910

End Sub

Private Sub wsConn_Close()

    PM ("Closing connection.")

    Me.wsConn.Close

    PM ("Connection closed")

    PM ("---------------------------------------")

End Sub

Private Sub wsConn_ConnectionRequest(ByVal requestID As Long)

    If Me.wsConn.State <> sckClosed Then

        PM ("Closing any connections...")

        Me.wsConn.Close

        PM ("Done.")

    End If

    PM ("Accepting connection...")

    Me.wsConn.Accept requestID

    PM ("Done.")

    PM ("We are now connected with " + CStr(Me.wsConn.RemoteHostIP) + " that uses port " + CStr(Me.wsConn.RemotePort))

    PM ("---------------------------------------")

End Sub

Private Sub wsConn_DataArrival(ByVal bytesTotal As Long)

    Dim Packet As String

    PM "Arivved a total of " + CStr(bytesTotal) + "bytes."

    PM "Getting data..."

    Me.wsConn.GetData Packet

    PM "Done."

    PM ("---------------------------------------")

    Me.txbReceiveData.Text = Packet

End Sub

Private Sub wsConn_Error(ByVal Number As Integer, Description As String, ByVal Scode As Long, ByVal Source As String, ByVal HelpFile As String, ByVal HelpContext As Long, CancelDisplay As Boolean)

    PM ("An error occured:" + VBA.Constants.vbCrLf + Description + VBA.Constants.vbCrLf + "Closing the connection...")

    Me.wsConn.Close

    PM ("Connection now closed. Restaring listening.")

    Me.wsConn.Listen

    PM ("Done.")

    PM ("Waiting for incoming connections.")

    PM ("---------------------------------------")

End Sub

Private Sub PM(ByVal Message As String)

    If Message = "" Then

        Me.txbStatus.Text = Me.txbStatus.Text + vbCrLf + CStr(Me.wsConn.State) + ": " + "null"

    Else

        Me.txbStatus.Text = Me.txbStatus.Text + vbCrLf + CStr(Me.wsConn.State) + ": " + Message

    End If

End Sub

Private Sub wsConn_SendComplete()

    PM "Send is now completed."

    PM ("---------------------------------------")

End Sub

Private Function Check_XML(ByVal domSUPLTxt As String) As Boolean

    Set domSUPL = New MSXML2.DOMDocument

    If (domSUPL.loadXML(domSUPLTxt)) Then

        PM "XML file load succesfully."

        Check_XML = True

    Else

        Dim strErrText As String

        Dim xPE As MSXML2.IXMLDOMParseError

        Set xPE = domSUPL.parseError

        With xPE

            PM "Your XML Document failed to load due to the following error:"

            PM "Error #: " & .errorCode & ": " & xPE.reason

            PM "Line #: " & .Line

            PM "Line Position: " & .linepos

            PM "Position In File: " & .filepos

        End With

        Set xPE = Nothing

        Check_XML = False

        Set domSUPL = Nothing

    End If

    PM ("---------------------------------------")

End Function

Private Sub Find_Nodes()

    Dim xNode As IXMLDOMNodeList

    For i = 1 To cstrAttr.Count

        Set xNode = domSUPL.getElementsByTagName(cstrAttr(i))

        If xNode.length > 0 Then

            PM xNode.Item(0).nodeName + " " + xNode.Item(0).Text

        End If

    Next i

    PM ("---------------------------------------")

End Sub

We open two instances of Visual Basic projects if both client and servers are running on the same computer; otherwise we are ready to run both projects simultaneously by pressing F5 or start icon. The result that we take from the executions is depicted below.
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Figure 26-SET implementation
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Figure 27-Server Implementaion
12.4 Results

In order to have a more accurate view of the message flow, we capture the transaction with the Ethereal program.
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Figure 28-Packets captured with Ethereal

From the above figure, we draw the conclusion that our code is simulating with accuracy the real process. The packets are exchanged between two laptops in the same LAN as we understand from the IP addresses. Ethereal gives us the possibility to examine in depth messages’ structure from which we assess our code’s functionality. Therefore, we observe firstly the ARP packets, which are used in order to translate IP addresses to MAC addresses. Subsequently, TCP packets follow and SUPL message flow is realized. SUPL messages are shown in Annex.

13 Alternative suggestions based on Web Services

With the availability of packet-switched, always-on networks for mobile phones becoming more widespread, mobile access to data will become easier than ever. Web services seem like the natural solution for integration problems, but mobile phones do not have the privilege of guaranteeing support for the core web services technologies. However, you can still effectively deploy a location  web service for mobile clients by deploying a client interface using existing technologies available. Technologies such as SMS, WAP, and VoiceXML can be utilized to make this possible. As more mobile phones support J2ME, you can even choose to deploy a pure SOAP client without the need for a middleman

During a keynote presentation at ITU Telecom World, Bill Gates, chairman and chief software architect of Microsoft, and Ian Maxwell, group strategic relationship director of Vodafone, outlined the companies' vision of providing developers with access to mobile services using industry-standard Web services techniques and tools. Microsoft and Vodafone called upon the industry to embrace this approach to bring about the convergence of PC and mobile applications and services through Web services standards. 

With this rapidly increasing popularity, these modern devices are often fully equipped with extensive capabilities. Most of these devices come with more than one wireless data communications options including Bluetooth, Wi-Fi, General Packet Radio Service (GPRS) and other 3G network technologies such as EDGE. They also provide Browser capabilities, most of them beyond simple Wireless Application Protocol (WAP) to support standard HTML-based Web sites. These mobile devices allow new opportunities to develop solutions beyond mobile e-mail with development frameworks, such as Linux, J2ME, and the Microsoft .NET Compact Framework. The virtually limitless functionality of mobile devices and the availability of literally thousands of Wi-Fi hotspots can lead to the reality of delivering the mobile infrastructure needed by the enterprise, much further beyond just mobile e-mail.

The underlying structure of Web-based support on mobile devices is very similar to that of a desktop or a laptop computer. Web-based support relies on the same standards as does the Internet:

· IP, the underlying communications technology

· the Internet, the underlying network

The end-user application is a Web browser that can produce very complex, graphical, and highly interactive interfaces from data delivered in HTML and XML or their mobile equivalents, therefore bringing the mobile corporate enterprise one step closer to reality through the mobile Web. However, these mobile browsers still do not provide the full functionality of a desktop Web browser; this presents some limitations on the full Web experience.

To make such mobile extensions of corporate applications, it is crucial to have products that provide a comprehensive development and deployment platform and also support the creation of new corporate applications and transactions that can be Web-enabled for PDAs and Smartphones. These products also should enable the extraction and re-presentation of transactions from a corporate application to create and deliver real-time mobile enterprise applications.

Among the diverse underlying technologies (Windows Mobile, Java, Symbian), we could mention more explicitly two of them that seem to be very prominent in the field of web and mobile location services.

1. Java 2 Micro Edition and Location-Based Services

The Java Platform, Micro Edition (Java ME) provides a robust, flexible environment for applications running on consumer devices, such as mobile phones, PDAs, TV set-top boxes, printers and a broad range of other embedded devices. The Java ME platform includes flexible user interfaces, a robust security model, a broad range of built-in network protocols, and extensive support for networked and offline applications that can be downloaded dynamically. Applications based on Java ME specifications are written once for a wide range of devices, yet exploit each device's native capabilities. [46]] 

The Location API for J2ME specification defines an optional package, javax.microedition.location, that enables developers to write wireless location-based applications and services for resource-limited devices like mobile phones, and can be implemented with any common location method. The compact and generic J2ME location APIs provide mobile applications with information about the device's present physical location and orientation (compass direction), and support the creation and use of databases of known landmarks, stored in the device. [47] 

On the other hand J2ME provides a wide range of choices for web services. Developed within the Java Community Process as JSR 172, the J2ME Web Services API (WSA) extends the Java 2 Platform, Micro Edition to do so. The API's two optional packages standardize two areas of functionality that are crucial to clients of web services: remote service invocation and XML parsing.
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Figure 29-- J2ME Web Services in a Typical Web Service Architecture
		 

	

	


At a high level, this web service architecture has three elements:

· A network-aware application residing on a WSA-enabled wireless device. The application includes a JSR 172 stub that uses the JSR 172 runtime to communicate with the network. 

· The wireless network and the Internet, and the corresponding communication and data-encoding protocols, including binary protocols, HTTP, and SOAP/XML. 

· A web server, acting as the service producer, typically behind one or more firewalls and a proxy gateway. The web server often provides access to back-end applications and servers on a private network.[48]

2. Visual Basic for Mobile Devices
Visual Studio 2005 supports Visual Basic for smart device application development. It provides the tools and Framework that is needed to develop applications for Windows CE-based platforms, like Windows Mobile 5.0. When developing for smart devices,  the same Visual Studio environment is used  that is used when developing desktop applications, but some differences manifest themselves when devices are targeted. These differences, for example, include additional tools for connecting to and debugging on a remote device or classes that are not available or are available only in this environment. [49]Microsoft . Net  Compact framework that is included in Visual Studio 2005,  is a hardware-independent environment for running programs on resource-constrained computing devices, encompassing personal data assistants (PDAs) such as the Pocket PC and mobile phones. The .NET Compact Framework provides the following key functionalities: 

· Runs programs that are independent of hardware and operating systems.

· Supports common network protocols, and connects seamlessly with XML Web services.

· Provides developers with a model for targeting their applications and components to either a wide range or specific category of devices.

· Provides benefits of design and optimization of limited system resources.

· Obtains optimal performance in generating native code using just-in-time (JIT) compilation.[50]

The .NET Compact Framework provides built-in support for XML Web services and provides the following protocol support and functionality: 

· HTTP-based protocols.

· NTLM Authentication.

· SOAP-encoded XML content. This support includes passing ADO.NET datasets.

· Web Request and Web Response methods that can send HTTP SOAP messages and receive SOAP messages in response.

· SOAP libraries and methods that can serialize and deserialize method calls and arbitrary objects into and from XML SOAP messages.[51]

Needless to say that the wide variety and the endless possibilities offered for the implementation of Web services to mobile terminals are beyond argument. It seems that in few years mobile devices that will be always on-line, without resource constraints will allow the deployment of innovative architectures such as SUPL. Nevertheless, operators and consumers behaviour on investing and using respectively such services will be the crucial factor for the take-off of LBS.
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15  Abbreviations

	3GPP
	3rd Generation Partnership Projec

	AFLT
	Advanced Forward Link Trilateration

	A-GPS
	Assisted Global Positioning System

	API
	Application Program(ming) Interface

	CDMA 
	Code Division Multiple Access

	GPS
	Global Positioning System

	GSM
	Global System for Mobile Communications

	HTTP
	Hypertext Transfer Protocol

	ITU 
	International Telecommunication Union

	J2ME
	Java 2 Micro Edition 

	LBS
	Location-Based Services

	LCS
	Location Services

	MLP
	Mobile Location Protocol

	MLS
	Mobile Location Services

	MNO
	Mobile Network Operator

	MPC/GMLC
	Mobile Positioning Center/ Gateway Mobile Location Center

	OMA
	Open Mobile Alliance 

	OTD 
	Observed Time od Difference

	PAP
	Push Access Protocol (WAP)

	PCP
	Pricvacy Control Protocol

	PDA
	Personal Digital Assistant

	PDE/SMLC
	Position Determining Entity/ Serving Mobile Location Center

	POTAP
	Push Over the Air Potocol

	RLP
	Roaming Location Protocol

	SET
	SUPL Enabled Terminal

	SLC
	SUPL Location Platform

	SLIS
	Standard Location Immediate Service

	SLP
	SUPL Location Platform

	SMR
	Specialized Mobile Radio

	SMS
	Short Message Service

	SPC
	SUPL Positioning Center

	SUPL 
	  Secure User Plane for Location

	TCP
	Transmission Control Protocol

	TOA
	Time of Arrival

	UDP
	User Datagram Protocol

	ULP
	User Plane for Location

	WAP
	Wireless Application Protocol

	WCDMA
	Wideband Code Division Multiple Access

	XML
	Extensible Markup Language


Annex (SUPL messages)
· SUPL START

<!--SUPL START is the initial message from the SET to the SLP-->

<SuplStart>

  <SETCapabilities>

   <PosTechnology>


<AutonomousGPS/>


<AFLT/>


<OTDOA/>

   </PosTechnology>

   <PrefMethod>No preferred mode</PrefMethod>

   <PosProtocol>RRC</PosProtocol>

  </SETCapabilities>

  <LocationID> 

   <CellInfo>

    <CDMACellInfo>

     <NID>200</NID>

     <SID>300</SID>

     <BASEID>1800</BASEID>

     <BASELAT>3600</BASELAT>

     <BASELONG>36500</BASELONG>

     <REFPN>125</REFPN>

     <WeekNumber>48</WeekNumber>

     <Seconds>45</Seconds>

    </CDMACellInfo>

   </CellInfo>

   <Status>Unknown</Status>

  </LocationID>

  <QoP>

   <HorizontalAccuracy>67

   </HorizontalAccuracy>

  </QoP>

</SuplStart>
· SUPL RESPONSE
<SuplResponse>

<!--this message is a response to SUPL START message and comes from the SLP-->

 <PositioningMethod>

 </PositioningMethod>

 <SLPAddress>147.200.56.89

 </SLPAddress>

</SuplResponse>
· SUPL POS INIT
<!--SUPL POS INIT is the message following the SUPL RESPONSE message in SET initiated cases-->

<SuplPosInit>

 <SETCapabilities>

   <PosTechnology>Autonomous GPS</PosTechnology>

   <PrefMethod>No preferred mode</PrefMethod>

   <PosProtocol>RRC</PosProtocol>

 </SETCapabilities>

 <RequestedAssistanceData>

<!-- only in A-GPS methods,here no applicable--> 

 </RequestedAssistanceData>

<LocationID>

   <CellInfo>

    <CDMACellInfo>

     <NID>200</NID>

     <SID>300</SID>

     <BASEID>1800</BASEID>

     <BASELAT>3600</BASELAT>

     <BASELONG>36500</BASELONG>

     <REFPN>125</REFPN>

     <WeekNumber>48</WeekNumber>

     <Seconds>45</Seconds>

    </CDMACellInfo>

   </CellInfo>

   <Status>Unknown</Status>

</LocationID>

<Position>

   <Timestamp>13:54:26

   </Timestamp>

   <Latitude>7820

   </Latitude>

   <Longitude>4581

   </Longitude>

   <Altitude>20 

   </Altitude><!--HEIGHT IS EXPRESSED IN METERS-->

 </Position>

<SUPLPOS>

<PositioningPayload>RRC

</PositioningPayload>

</SUPLPOS>

<Ver>

</Ver>

</SuplPosInit>
· SUPL END
<!--SUPL END message is the message that ends the SUPL procedure,normally or abnormally-->

<SuplEnd>

 <Position>

   <Timestamp>13:54:26

   </Timestamp>

   <Latitude>7820

   </Latitude>

   <Longitude>4581

   </Longitude>

   <Altitude>20 

   </Altitude><!--To ipsos ekfrazetai se m-->

 </Position>

 <StatusCode>unspecified

 </StatusCode>

 </SuplEnd>
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